
ATTACHMENT – I 

(See regulation 2) 

 

PUBLIC PROCUREMENT REGULATORY AUTHORITY 

(PPRA)  
 

CONTRACT AWARD PROFORMA – I   
 

 

To Be Filled And Uploaded on PPRA Website In Respect of All Public 

Contracts of Works, Services and Goods 
 

 
 NAME OF THE ORGANIZATION/DEPTT: Zarai Taraqiati Bank Limited 

 FEDERAL / PROVINCIAL GOVT: Federal 

 TITLE OF CONTRACT: Procurement of Application for Mobile Banking 

 TENDER NUMBER: ZTBL-02-2023 

 BRIEF DESCRIPTION OF CONTRACT: To digitalize day to day services to facilitate 

customers as well as employees. To meet industrial competiveness, ‘Mobile Application’ is 

a necessary feature in today’s era.   

 TENDER VALUE: M/s eConceptions - Rs. 5,980,000.00 (incl. tax) & Per Man Day Rate= Rs. 

40,000/- (incl. tax) 

         

 ENGINEER’S ESTIMATE: N/A 
   (for civil Works only) 
 

 ESTIMATED COMPLETION PERIOD: 180 calendar days 

 WHETHER THE PROCUREMENT WAS INCLUDED IN ANNUAL  PROCUREMENT PLAN? 

       Yes / No 

 
 ADVERTISEMENT: 

 

(i) PPRA Website: Date: 02.03.2023, PPRA’S Reference No:TS504575E 
 

         (Federal Agencies)  (If yes give date and PPRA’s tender number)     Yes/ No         
 

(ii) News Papers: Express & Daily Business Recorder,  
Date: 03.03.2023  

             

   (If yes give names of newspapers and dates)                    Yes/ No 

 
 TENDER OPENED ON (DATE & TIME): 17.03.2023 at 11:00 AM  

 

 NATURE OF PURCHASE:                        Local / International 

 

 EXTENSION IN DUE DATE (If any):      Yes /No 

 
 



-:2:- 

 
 NUMBER OF TENDER DOCUMENTS SOLD: 05 

(M/s E-Conceptions, M/s Avanza Solutions, M/s C-Digital, M/s Ideation, M/s TPS Pakistan 
(Pvt.) Ltd.) 

  
 WHETHER QUALIFICATION CRITERIA  

 WAS INCLUDED IN BIDDING/TENDER DOCUMENTS:   Yes / No  

 (If yes enclose a copy). 
 

 WHETHER BID EVALUATION CRITERIA  

  WAS INCLUDED IN BIDDING/TENDER DOCUMENTS:   Yes / No  

  (If yes enclose a copy). 
 

 WHICH METHOD OF PROCUREMENT WAS USED: - (Tick one) 

 
a) SINGLE STAGE – ONE ENVELOPE PROCEDURE ________  

 
b) SINGLE STAGE - TWO ENVELOPE PROCEDURE. ________ 

c) TWO STAGE BIDDING PROCEDURE. ___________________ 
 

d) TWO STAGE – TWO ENVELOPE BIDDING PROCEDURE___ 

 
- PLEASE SPECIFY IF ANY OTHER METHOD OF PROCUREMENT WAS ADOPTED WITH 

BRIEF REASONS (i.e EMERGENCY, DIRECT CONTRACTING, NEGOTIATED 

TENDERING ETC.) 

 
- WHO IS THE APPROVING AUTHORITY: Administrative & Financial approval accorded by 

Mr. Asad Ullah Habib (Acting President/CEO ZTBL) 

 WHETHER APPROVAL OF COMPETENT AUTHORITY WAS OBTAINED  FOR USING A 

METHOD OTHER THAN OPEN COMPETITIVE BIDDING: N/A 

 

 NUMBER OF BIDS RECEIVED: 02 

 

 WHETHER THE SUCCESSFUL BIDDER WAS LOWEST BIDDER: 

            Yes / No 

 

  WHETHER INTEGRITY PACT WAS SIGNED:     Yes / No 

  
 

 

 

 



ATTACHMENT – II 

(See regulation 2) 
 

 

PUBLIC PROCUREMENT REGULATORY AUTHORITY 

(PPRA) 
 

 

CONTRACT AWARD PROFORMA – II 
 

 

To Be Filled And Uploaded on PPRA Website In Respect of All Public 

Contracts of Works, Services & Goods 
 

 

 NUMBER OF BIDDERS PRESENT AT THE TIME OF OPENING OF BIDS: 02 
 
 

 

 NAME AND ADDRESS OF THE SUCCESSFUL BIDDER:  

M/s eConceptions. 1st floor, Plot No. 12/C-2, Mandeer Square, G-8 Markaz, Islamabad. 

 

 RANKING OF SUCCESSFUL BIDDER IN EVALUATION REPORT  
 (i.e. 1st, 2nd, 3rd EVALUATED BID): 1st Lowest Evaluated Bidder  

 

 NEED ANALYSIS (Why the procurement was necessary?): To digitalize day to day services 

to facilitate customers as well as employees. To meet industrial competiveness, ‘Mobile 

Application’ is a necessary feature in today’s era.   

 

 IN CASE EXTENSION WAS MADE IN RESPONSE TIME, WHAT WERE THE REASONS 

(Briefly describe) 

 WHETHER NAMES OF THE BIDDERS AND THEIR PRICES WERE READ OUT AT THE TIME 

OF OPENING OF BIDS:     Yes / No  

 
 

 DATE OF CONTRACT SIGNING: 28.11.2023 
 (Attach a copy of agreement) 
 

 CONTRACT AWARD PRICE: M/s eConceptions - Rs. 5,980,000.00 (incl. tax) & Per Man Day 

Rate= Rs. 40,000/- (incl. tax) 

 
 
 
 
 
 
 
 
 
 
 
 



-:2:- 
 

 WHETHER COPY OF EVALUATION REPORT GIVEN TO ALL 

BIDDERS:          Yes / No 

 (Attach copy of the bid evaluation report)  
 

 ANY COMPLAINTS RECEIVED:       Yes / No 

 (If yes result thereof) 
 

 ANY DEVIATION FROM SPECIFICATIONS GIVEN  

 IN THE TENDER NOTICE/DOCUMENTS:     Yes / No 

 (If yes give details)         
   

 DEVIATION FROM QUALIFICATION CRITERIA:    Yes / No 

(If yes give details)       
  

  
 SPECIAL CONDITIONS, IF Any:  Nil 

  

 

 

 

 

 

 

[F.No.2/1/2008PPRA-RA.III] 

 

 



Bidder Qualification Criteria Form 
 

S# Condition Requirement/ Document to 

be attached 

Enclosed 

? Yes/ 

No 

Proposal 

Page Ref. 

1 Authorization of Tender All pages are duly signed & stamped 

by authorized personnel of bidder 

  

2 Bid Validity is 180 Days Clearly mention in the Bid   

3 Bid Security Bid Security as specified in Section 
14 is attached 

  

5 Bidder’s Eligibility 

i Documents required in ITB 11 of bid 

document 

Evidence/Proof of all documents 
mentioned in the ITB-11 of Bid 

Document 

  

ii Bidding firm should have existence 

in Pakistan for the last 5 years. 

Certificate of Incorporation 
/Registration of business in Pakistan 

  

iii Past Experience Bidder should have 2 years of 

adequate experience of development 

& implementation of Mobile 

application in Banking Sector 

(Share proof of satisfactory 

deployment from client) 

  

iv Income tax (NTN) Certificate. Valid Income Tax (NTN) Certificate 

with FBR Active Tax Payer Status 

printout 

  

v Sales Tax Registration Certificate Valid Tax Registration Certificate 

with FBR Active Tax Payer Status 

printout 

  

vi Financial Strength Bidder will submit the bank 

statement having current balance 

above 05 Million PKR 

(Bank Statement of CEO/owner in 

case of Sole proprietor ship and Bank 

statement of firm/company in shape 

of Firm/company) 

  

 
By signing this Form we hereby declare that all information provided above are correct by the 

best of our knowledge. 
 

We accept all terms and conditions of bidding document and the Procurement Contract as 

specified in the bidding document and the advertisement. 
 

Signatures of Authorized Person 

Name   

Designation   
 

Vendor Name 

 

 



Evaluation Criteria 

 

Technical Specification Compliance Form 

Business Requirements: 
 

Sr. 
no. 

 

Category 
 

Feature 
 

Comments 

 

 
1 

 

 
Channels 

The Digital Banking Application will provide 
following: 

 

· Mobile Banking App – (Android, iOS) 

· The solution should be compliant with 
third party integrations. 

 
2 

Customer 
complaint 
lodgment 

Customers can raise any service-related issues 
via their devices. Mobile Banking Application 
integrates with ZTBL customer support center. 

 

 
3 

 
App Demo 

The vendor is required to showcase the 
complete set of requirements/features as 
outlined in RFP. 

 

4 Registration 
· Self-Registration (to be verified by 

PMD) 
 

 
 
 
 

 
5 

 
 
 
 

Digital On- 
boarding 

Digital Account Opening  

· Digital Onboarding 

· KYC 

· Workflow 

· Authentication 

· Account Management 

· Document / File Upload 

· The module will be connected through 
ZTBL APIs. 

 
 
 

6 

 
 
 

Authentication & 
Access 

Authentication & Access  

· Change Password 

· Security Questions 

· Login with password /Biometric and 
PIN. 

· Username & Password Policy 

 
 
 
 
 
 

7 

 
 
 
 
 

Account Services 
(Conventional & 

Islamic) 

System should have facility to segregate 
multiple accounts of a customer e.g. 

 

· Personal Account 

· Small Business Account 

· Term deposits 

· Loan Accounts 

· Any other account type 

Show clubbed & segregated detail of all types of 
accounts of a customer in the Bank – display 
option for IBAN / Conventional accounts. 

 

Account Balance(s)  
 



  · Segregated Accounts View  

Mini Statement  

· Last 5 transactions 

Detailed Statement  

· The detailed statement should be 
based on APIs 

provided by ZTBL 

· System should be able to show 
statements by 

account, option to download. 

· Ability to filter out statements based 
on filters incl. 

date range / trx. type etc. 

· Account summary for all types of 
accounts (current 

accounts, loans, others). 

Demographic Updates:  

· Mobile Number Update (to be verified 
by PMD) 

· Email Update 

· Address Update 

Service Requests (logging and routing to 
downstream systems via workflow): 

 

· New / Replacement Debit Card 

· New / Replacement Cheque Book 

· Stop Cheque Request 

· Pay Order / Universal Cheque 

· Statement by Mail 

· Limit Enhancement 

· Balance Certificate Request 

· WHT Certificate Request 

· Account Maintenance Request 

· Proprietorship certificate Request 

Service Toggles (Real Time)  

· SMS Alerts Activate / Deactivate 

· Debit Card Activate / Deactivate / 
Blocking etc. 

· Cheque Book Activate / Deactivate 

· Card PIN / TPIN Generation / Re- 
generation 

· The integration will be done through 
APIs from ZTBL 

Transaction Limits  

· View Limits 

· Manage Limits (ADC transactional Limits) 

8 Financial Funds Transfers  



 Transactions · Own Account Transfers  

· To ZTBL Account 

· To Other Banks (IBFT) 

· Raast Payments (G2P) through APIs 
provided by ZTBL. 

· Raast (P2P & P2M) is under 
development. Bidder 

will ensure integration after the 
completion of 

activity by ZTBL 

· ZTBL Loans Payment (having option of 
scheduling) 

· Beneficiary Management, Groups 

· Biller / Payments Management Option 

· Utility Bill Payments & Top Ups with 
payment reminders 

· Option to schedule / recurring 
transactions 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
9 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Additional 
Features 

SMS, Email, In App/Portal & Push Notifications 
for customer activity. 

 

· Transactions 

· Alerts 

· Payment Reminders 

· Complaint Closures etc. 

· Segmented Campaigns 

· Interactive Imaging (clickable images) 

· Marketing etc. 

UX Features  

· Profile Features & Picture 

· Customize Menus / Rearrange Widgets 
& Icons 

· Themes 

· Splash Image Utility for Mobile Apps 

· Ads & Banners 

Transaction / Customer Activity  

· Login History 

· Account Activity 

· Transactions detail. 

Contact Us Feature  

· Contact Us Form 

Help  
 
 
 
 

 
 

· 1st Time Demos etc. 

· Tutorials 

· FAQs 
 



  · Manuals & Guides  

Locators (Interactive / Map)  

· Branch & ATM Locator 

Loan Management  

· Product Information 

· Applications / Requests 

· Installment Calculator 

· Available Limits / Balances etc. 

· Modification Requests (Limited Profile) 

· Notification of loan installment 
amount (days to be 

configured by admin through admin portal) 

· Integration with bank’s existing Loan 
Management 

System(s) 

Complaint Management  

· Complaint Logging and Tagging with 
bank’s CRM 

(multiple complaint type handling). 

· Complaint View & Status (Real Time) 

ADC Administrative Features  

· Delete ADC Users 

· Application Module Control Panel 

ADC User Management  

· Transaction Rights 

· Transaction Limits 

· Services / Feature Enablement & 
Disablement 

· CNIC expiry update 

Customers Profile Management  

· Disable / Suspend Services 

· Activate Services 

· Unlock Device Mapping 

· Statement View 

 
10 

3rd Party 
Integrations 

· Compatibility to consume 3rd party 
services in the 

form of SDK / widget plugins. 

 

 
 
 

11 

 
Islamic Portal 
(Bidder should 
provide as their 

own) 

· Qibla Compass  

· Tasbeeh 

· Prayer Timings 

· Quran 

· Ahadees 
· Islamic Videos/Content 



   · 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
12 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Hamburger 
menu Feature 

Accounts  

· CASA 

· Term Deposit 

Payment & Transfers  

· Transfer Money 

· Pay Bills 

· Manage frequent Payee & Billers with 
authentication 

with pair passwords (SMS & email) 

· Favorites 

· Repeat Transfers 

· Payment History 

RAAST ID Management  

· Registration through APIs exposed by 
ZTBL 

Settings  

· Change Password 

· Limits Management 

· Session Summary 

· My Account Preferences 
(Account/Profile) 

ATM/Branch Locator  

· ATMs Location - Google API 

· Branch Location - Google API 

Customer Request (e-Forms)  

· Feedback/ Suggestion Request 

· Complaint Request 

Device Binding  

· Up to 5 Devices 

 
13 

 

Multi-lingual 
Support 

Support of languages  

· English 

· Urdu 



14 
In App – 

Messages & 

Custom Dialogs 

Configurable In App messages 

 Ability to configure In App messages on 

event and UI based 

 Custom Dialogs, Buttons for deep linking 

 

15 Brand 

Strengthening 

/Configurable 

Dashboard 

Layouts 

 Ability to push Mobile layout template from 

multiple templates available by Admin. 

 Show/Hide features 

 

16 Customize 
Layouts 

App should be able to adapt to customer 
preferences and priorities 

 

17 Integration with 

Telecom 

Financial 
Services 

The solution should support integration with 

Telecom Financial Services. 

 

19  

 
User Profile 

 User Picture 

 Email ID 

 Phone Number 

 First Name, Last Name 

 Address 

 

20  

News & Updates 

The mobile application should have News & 

Updates section in application for the 

announcement of updates from bank both in a 

dedicated section as well as through In App 
messages feature. 

 

 

Technical Requirements: 

 

Sr. 
# 

Category Feature 
Compliance 

(Y/N) 
Reference 
Page No. 

1 
 
 
 
 
 
 
 
 
 

Application Security 

Offered solution should have application-level 
security. 

  

 
2 

The application should utilize authentication for 
connections to external systems that involve 
sensitive information or functions 

  

 

3 
The stored credentials and the sensitive data 
should be masked and in encrypted form in the 
DB. 

  

4 The application should be PCI/DSS compliant   

 
5 

The application should not store any sensitive 
data in a public/global access location, i.e. 
external storage.SD card etc. 

  

6 Share error handling method of application.   

7 
Vendor Statement on Implementation of 
OWASP recommendation on web development. 

  

8 
Vendor Statement on Code Static and Dynamic 
Analysis. 

  

9  
Authentication & 

Authorization 

The application should support client 
authentication 

  

10 
Idle session timeout should be in place with 
configurable limits from the admin portal 

  



 
 
 
 
 
 
 

11 

 The password policy enforces the following 
requirements (configurable): 

  

-Passwords must be at least eight alphanumeric 
characters long (this means that the password 
must contain alphabetical characters as well as 
numbers). - Passwords 
must contain both upper and lower case 
characters (e.g., a-z, A-Z), a number, and a 
special character. 
- All system-level and production 
environment passwords (e.g., root, application 
administration accounts, etc.) must be changed 
at least on a monthly basis. 

Mobile application passwords must be changed 
at least once every 30 days (configurable). 

12 
The application should be able to deal with 
invalid attempts 

  

13 
There should be a restriction on the characters 
length to prevent DDOS attacks. 

  

14 
The application ensures that the concurrent 
sessions for a single account is restricted 

  

15 
The application should have session 
management 

  

16  
 
 
 
 
 
 

Logging & Auditing 

Authentication detail changes should be logged   

 

17 
A secure process is required for the client to 
change their own password or authentication 
details 

  

18 
It is required to uniquely identify both the client 
host and user from these logs 

  

19 
It is required to review these logs from within 
the Admin Panel 

  

20 
Permissions restrictive enough to prevent 
inappropriate access to the logs 

  

21 
Various levels of event logging related to access 
permission levels are required 

  

22 
log entries should exist in the application for 
audit. 

  

 
23 

 
 
 
 
 
 

User ID 
Management Pre- 

requisites 

Auto Email generated on ID Management 
activity (creation, amendment, transfer, reset, 
etc.) 

  

 
24 

First password/reset password should be 
communicated through system generated email 
and SMS (configurable combination ) 

  

 
25 

The system should have a secure process for 
the client to change their own password or 
authentication details 

  

26 Email/SMS alert on password change/reset   

 
27 

The system should store User IDs and 
passwords in an encrypted/hashed format in 
the respective files or tables 

  



 
 
 

28 

  
 

Audit Trail reports for ID management activity 
(creation, amendment, reset, etc.) should be 
available 

  

29  
 
 

Logs Backups 

SOP of backup and recovery of event logs   

 
 

30 

The system should never display any kind of 
sensitive information as a result of any error or 
wrong/faulty input. Error handling must be 
done in a secure way. 

  

31 
The application should support multiple input 
formats (e.g. Unicode representations) 

  

32 
 
 
 
 
 

Cryptography 

Client authentication should be handled by 
digital certificates (SSL) 

  

33 
The product should support encryption while 
data and files are being transported and stored. 

  

 
 

34 

Bidder should provide SSL certificates for the 
application for the period of 3 years (starting 
from the date of deployment) for all relevant 
online domains of the applications. 

  

35 
Digital certificates (SSL) being used should be 
transported between the client & Server 

  

 

 
36 

 
 
 
 
 
 
 

 
Business Continuity 

Planning 

The bidder should support to establish of a 
testing environment, PR, and DR site for all of 
the technology and data components of the 
system as per the bank’s requirement 
specifically from the software point of view. 

  

37 
The vendor’s application should support 
dynamic failover & load balancing 

  

38 
The support is required to have separate app & 
DB servers and staging servers 

  

 

39 
The application should not have any 
dependencies or reservations about virtualizing 
the system 

  

 
 

40 

The vendor will resolve IS vulnerabilities 
identified during penetration testing/ IS review/ 
VA scan or any third party engaged by the bank 
(Identity during contract period) 

  

 

41 
Operations & 

Support 
Administration 

The administrator interface shall be web-based 
over SSL. 

  

 
 

42 

 

 
Infrastructure 

The proposed solution should support high 
availability and load balancing at both the 
application and database layers with disaster 
recovery capabilities. 

  

43 The system should run on VMs   

44 Application Design 
The system should support an extensibility 
framework (API) 

  



45 
 Shall Provide an overview of the workflow 

capabilities of the product. 

  

 
46 

The application should be customizable. These 
customizations should be preserved when new 
product versions are released 

  

 

47 
The system should generate a standard set of 
reports with different combinations of filters. 
15 – 20 Reports 

  

 
48 

The bidder will comply with all instructions 
raised by the governing bodies (SBP) / PBA /DPC 
etc. till the time of contact award. 

  

 
49 

Please share Hardware, Software, Network, and 
Storage specifications and requirement that the 
bank needs to arrange for solution deployment. 

  

 
50 

Please share the network bandwidth required 
for proper response to at least 2,000 concurrent 
customer on their mobile App. 

  

 

51 
The solution should support high availability for 
all the tiers (Web, Application, and Database 
server) 

  

 
 
 

52 

 
 
 
 
 

 
Project Management 

Provide a High-Level project plan from your 
experience for the implementation of the 
system. Describe a typical implementation 
timeline listing the Critical success factors and 
milestones. The proposed timeline shall be 
within the delivery time required by the ZTBL 

  

 
53 

Bidder should provide detailed training 

(Technical and User training ) on the solution to 

ISD team before go live. 

  

54 
Share the resume of key resources (Minimum 
02) who will be engaged in the project. 

  

55 
 
 
 
 

Security Features 

Vulnerability Assessment and Pen Testing has 

been performed before go live. 

  

 
 

56 

Must comply all instructions mentioned in the 

PSPOD Circular No 01 Apr 26, 2022 Mobile 

Applications (Apps) Security Guidelines and 

time to time instructions made by SBP. 

  

 
57 

Bidder should submit declaration that product 

has been developed while following OWASP 

current top 10 recommendation for the solution 
provided. 

  

58 Integrations 
The system should be able to connect with 

current Bank Internal In house Applications. 

  

 
59 

 
 
 

Change 

Management 

Bidder should provide any security updates, 

patches released by bidder in the platform 

without any cost during the contract period 

  

60 
The change management hours will be decided 

in collaboration of SDMD (ISD) of Bank. 

  

61 
UI/UX changes within 90 days after go-live will 

not be counted. 

  



 
 
 
 
 
 
 
 

62 

 The following services may, at the Customer's 

request and without limitation, be provided as 

Additional Work as per agreed CR rate. 

(a) the provision of Security Updates of 

technology to implement security standards and 

requirements as advised by the Customer. (b) 

Any additional functionalities and reports 

created or customized. 

  

 
Support 

Bidder to provide undertaking that it will have 

Counter arrangements / and assurance to support 

24 x 7 x 365 to ZTBL as per SLA given. 

 
63 

 

Application 

Uploading 

Bidder is responsible to upload and maintain the 

updated version of the Banking APP on play 

store/Apple Store/Website. 

  

 

64 

Project 

Implementation 

Plan/Schedule 

(Please refer to 
delivery schedule) 

 

Provide Gantt Chart, however, the delivery time 

shall not exceed the timeline given in delivery 

schedule. 

  

 
 

65 

Complete Solution 

Diagram contains 

Load Balancing, 

HA,DR setup 

,connectivity across 

servers & Sites  & 
end User 

 
 

Solution Diagram 

  

 

66 
Technology/tools 

used in development 

of solution 

 

List of Tools & Technology 
  

 
67 

License Products 

required for 

solution deployment 

List of technology Products that need licensing 

with estimated cost to entertain the load of 2,000 

concurrent users 

  

 

 

 



Scope of Work 
ZTBL intends to deploy Digital Banking application for its mobile Banking. The application 

should be compatible with Android, iOS and compliant with any 3rd Party integrations with 

open APIs. Complete set of features are described in the technical requirements of the Bid 

Document however high level features of the applications are as: 
 

Category Feature 

 
Channels 

The Digital Banking Application will provide following: 

 Mobile Banking App – (Android, iOS) 

 The solution should be compliant with third party integrations. 

Customer 

complaint 

lodgment 

 

Customers can raise any service-related issues via their devices. Mobile 

Banking Application integrates with ZTBL customer support center. 

App Demo 
The vendor is required to showcase the complete set of 
requirements/features as outlined in RFP. 

Registration  Self-Registration (to be verified by PMD) 

 

 

 
Digital On- 

boarding 

Digital Account Opening 

 Digital Onboarding 

 KYC 

 Workflow 

 Authentication 

 Account Management 

 Document / File Upload 

 The module will be connected through ZTBL APIs. 

 

 
Authentication & 

Access 

Authentication & Access 

 Change Password 

 Security Questions 

 Login with password /Biometric and PIN 

 Username & Password Policy 

 

 

 

Account 

Services 

(Conventional 

& Islamic) 

System should have facility to segregate multiple accounts of a customer 

e.g. 

 Personal Account 

 Small Business Account 

 Term deposits 

 Loan Accounts 

 Any other account type 

Show clubbed & segregated detail of all types of accounts of a customer 
in the Bank – display option for IBAN / Conventional accounts. 

Account Balance(s) 

 Segregated Accounts View 



 Mini Statement Last 5 transactions 

Detailed Statement 

 The detailed statement should be based on APIs provided by ZTBL 

 System should be able to show statements by account, option to 

download 

 Ability to filter out statements based on filters incl. date range / trx. 

type etc. 

 Account summary for all types of accounts (current accounts, loans, 

others). 

Demographic Updates: 

 Mobile Number Update (to be verified by PMD) 

 Email Update 

 Address Update 

Service Requests (logging and routing to downstream systems via 

workflow): 

 New / Replacement Debit Card 

 New / Replacement Cheque Book 

 Stop Cheque Request 

 Pay Order / Universal Cheque 

 Statement by Mail 

 Limit Enhancement 

 Balance Certificate Request 

 WHT Certificate Request 

 Account Maintenance Request 

 Proprietorship certificate Request 

Service Toggles (Real Time) 

 SMS Alerts Activate / Deactivate 

 Debit Card Activate / Deactivate / Blocking etc. 

 Cheque Book Activate / Deactivate 

 Card PIN / TPIN Generation / Re-generation 

 The integration will be done through APIs from ZTBL 

Transaction Limits 

 View Limits 

 Manage Limits (ADC transactional Limits) 

 

 

 

Financial 

Transactions 

Funds Transfers 

 Own Account Transfers 

 To ZTBL Account 

 To Other Banks (IBFT) 

 Raast Payments (G2P) through APIs provided by ZTBL. 

 Raast (P2P & P2M) is under development. Bidder will ensure 

integration after the completion of activity by ZTBL 



 Beneficiary Management, Groups 

Biller / Payments Management Option 

Utility Bill Payments & Top Ups with payment reminders 

Option to schedule / recurring transactions 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
Additional 

Features 

SMS, Email, In App/Portal & Push Notifications for customer 

activity. 

 Transactions 

 Alerts 

 Payment Reminders 

 Complaint Closures etc. 

 Segmented Campaigns 

 Interactive Imaging (clickable images) 

 Marketing etc. 

UX Features 

 Profile Features & Picture 

 Customize Menus / Rearrange Widgets & Icons 

 Themes 

 Splash Image Utility for Mobile Apps 

 Ads & Banners 

Transaction / Customer Activity 

 Login History 

 Account Activity 

 Transactions detail. 

Contact Us Feature 

 Contact Us Form 

Help 

 1st Time Demos etc. 

 Tutorials 

 FAQs 

 Manuals & Guides 

Locators (Interactive / Map) 

 Branch & ATM Locator 

Loan Management 

 Product Information 

 Applications / Requests 

 Installment Calculator 

 Available Limits / Balances etc. 

 Modification Requests (Limited Profile) 

 Integration with bank‘s existing Loan Management System(s) 

Complaint Management 

 Complaint Logging and Tagging with bank‘s CRM (multiple 

complaint type handling). 



  Complaint View & Status (Real Time) 

 ADC Administrative Features 

 Delete ADC Users 

 Application Module Control Panel 

 

 

 

 

 

 

 

 

 

 

 
3rd Party 

Integrations 

ADC User Management 

 Transaction Rights 

 Transaction Limits 

 Services / Feature Enablement & Disablement 

 CNIC expiry update 

Customers Profile Management 

 Disable / Suspend Services 

 Activate Services 

 Unlock Device Mapping 

 Statement View 

Compatibility to consume 3rd party services in the form of SDK / widget 

plugins. 

 

Islamic Portal 
(Bidder should 
provide as their 

own) 

 Qibla Compass 

 Tasbeeh 

 Prayer Timings 

 Quran 

 Ahadees 

 Islamic Videos/Content 

 

 

 

 

 

 

 

 
Hamburger 

menu Feature 

Accounts 

 CASA 

 Term Deposit 

Payment & Transfers 

 Transfer Money 

 Pay Bills 

 Manage frequent Payee & Billers with authentication with pair 

passwords (SMS & email) 

 Favorites 

 Repeat Transfers 

 Payment History 

RAAST ID Management 

 Registration through APIs exposed by ZTBL 

Settings 

 Change Password 

 Limits Management 

 Session Summary 

 My Account Preferences (Account/Profile) 



 ATM/Branch Locator 

 ATMs Location - Google API 

 Branch Location - Google API 

Customer Request (e-Forms) 

 Feedback/ Suggestion Request 

 Complaint Request 

Device Binding 

 Up to 5 Devices 

Multi-lingual 

Support 

Support of languages 

 English 

 Urdu 

Integration 

with Telecom 

Financial 

Services 

The solution should have integration with Telecom Financial Services. 

 

User Profile 

 User Picture 

 Email ID 

 Phone Number 

 First Name, Last Name Address 

News & 

Updates 

The mobile application should have News & Updates section in 

application for the announcement of updates from bank both in a 
dedicated section as well as through in App messages feature. 

 

 

 

 

 
Admin Portal 

 User list 

 Activation/deactivation 

 Password reset 

 Activity through Mobile App with date range. 

 Set limits 

 Geofencing for security 

 Feature list management on the basis of roles (enable/disable) 

 Mobile Apps Package 

 Alert management for any product 

Any changes made through the admin portal should be as the maker & 

checker concept 

In App – 

Messages & 

Custom Dialogs 

Configurable In App messages 

 Ability to configure In App messages on event and UI based 

 Custom Dialogs, Buttons for deep linking 

Brand 

Strengthening 

/Configurable 

Dashboard 

Layouts 

 Ability to push Mobile layout template from multiple templates 

available by Admin. 

 Show/Hide features 

Customize 

Layouts 

 App should be able to adapt to customer preferences and priorities 

 


























































































