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Ministry of Information Technology and Telecommunication
NATIONAL INFORMATION TECHNOLOGY BOARD (NITB)

	Request for Proposal for
Procurement of Hardware, Software on Licensing Model & IT Equipment

	National Information Technology Board (NITB) is an autonomous organization enforcing the vision & policy of Federal Government to serve the public in more effective and efficient manner through due advisories and consultancies and provision of e-Governance software applications to public sector organizations so as to focus on cross-cutting e-Governance applications and initiatives that can be replicated across multiple public organizations for better Government to Government (G2G) and Government to Citizens (G2C) services and communication. NITB invites sealed bids from reputed firms registered with Income Tax, Sales Tax departments and which are on Active Taxpayers List of Federal Board of Revenue (FBR) for “Procurement of Hardware, Software on licencsing Model & IT Equipment”
2.	Tender/bidding documents, containing detailed terms & conditions and required specifications/categories are available and can be downloaded from NITB and PPRA website at (free of cost). Bids can submitted electronically through EPADS. For registration and training on EPADS or in case of any technical difficulty in using EPADS, prospective bidders may contact PPRA, 1st Floor, FBC building sector G-5/2, Islamabad. Contact number 051-111-137-237.
3.	A Pre-bid meeting will be held in the premises of the National Information Technology Board (NITB) on 3rd May, 2024 at 2:00 PM, at Plot no 24-B, Street No 6, Sector H-9/1, Islamabad.
4.	The bids, prepared in accordance with the instructions in the tender/bidding documents, must be submitted on or before   14th May, 2024 at 2:00 PM, Technical Bids will be opened on same day at 2:30 PM at NITB office.
5.	Bids received after the above deadline shall not be accepted and be returned unopened. Bids through E-mail / Fax shall NOT be accepted.
6.	The Procuring Agency reserves the right to reject any or all the bid and to annul the bidding process at any time, without thereby incurring any liability except the provision of reasons thereof to the affected bidder(s).
Note:
a) For online bid submission, bidders must register themselves at EPADS. 
b) Online bidders MUST submit the original Bid Security instrument in the office of the undersigned on or before the deadline.


	Deputy Director (Admin)
National Information Technology Board (NITB)
 Plot 24-B, Street 6, H-9/1, Islamabad, Phone: 051-9265063
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 Data Sheet 
	Bid Selection Method 
	One Stage - Two Envelope: The method of selection is: Quality and Cost Based Selection (QCBS). RFP is available under Tender link of following websites https://nitb.gov.pk and https://www.ppra.org.pk  

	Bid Security 
	200,000/- PKR for Each Lot

	Deliverables 
	For Supply, Installation, Commissioning, Configuration, Integration & testing of:
a) [bookmark: _Hlk161610326]Lot 1. 
	Sr. No.
	Items
	Qty

	01
	All-in-One Desktops
	30

	02
	Laptops
	20

	03
	Microsoft Surface
	03



b) Lot 2.
	Sr. No.
	Items
	Qty

	01
	Microsoft Exchange Server (Enterprise Version)
	02

	02
	Microsoft Exchange CAL
	300

	03
	Microsoft SharePoint Server
	01

	04
	Microsoft SharePoint CAL
	100

	05
	Windows 11 Pro
	50

	06
	Installation and Configuration of Exchange & SharePoint
	01



c) Lot 3
	Sr. No.
	Items
	Qty

	01
	Backup Solution
	01

	02
	Installation & Configuration
	01



d) Lot 4
	Sr. No.
	Items
	Qty

	01
	VDI Solution with Thin Clients
	50



e) Lot 5
	Sr. No.
	Items
	Qty

	01
	Tableau (Creator)
	02

	02
	Tableau (Viewer)
	20



f) Lot 6
	Sr. No.
	Items
	Qty

	01
	Tablets
	110



g) Lot 7 
	Sr. No.
	Items
	Qty

	01
	PT Application Analyzer Add-On (Black-box) on Annual Licensing for 3 Years
	01



h) Lot 8
	Sr. No.
	Items
	Qty

	01
	Incident & Event Management Solution (SIEM) on Annual Licensing for 3 Years
	01

	02
	Installation & Configuration
	01



i) Lot 9
	Sr. No.
	Items
	Qty

	01
	Label/Sticker Printing Printer
	25



j) Lot 10
	Sr. No.
	Items
	Qty

	01
	ADF Scanner
	25

	02
	Book Scanner
	25



k) Lot 11
	Sr. No.
	Items
	Qty

	01
	Hand Held Bar-Code/QR Code Reader
	05



l) Lot 12
	Sr. No.
	Items
	Qty

	01
	24” LCD Monitor
	55

	02
	USB Wired Keyboard
	50

	03
	USB Wired Mouse
	50



Note: Bidder can bid for more than one lot.
  


	Contact Person 
	Deputy Directory (Admin) 
Email: ddadmin@nitb.gov.pk
Phone: 051-9265063

	Language 
	Proposals should be submitted in English language.

	Currency 
	Prices should be in USD or PKR. However, the payment will be made in PKR.

	Timelines
	 Lot-wise timelines after issuing of Purchase Order: 

a) For Lot 1 = 45 days
b) For Lot 2 = 30 days
c) For Lot 3 = 30 days
d) For Lot 4 = 45 days
e) For Lot 5 = 30 days
f) For Lot 6 = 45 days
g) For Lot 7 = 45 days
h) For Lot 8 = 45 days
i) For Lot 9 = 45 days
j) For Lot 10 = 45 days
k) For Lot 11 = 45 days
l) For Lot 12 = 45 days




	Taxes 
	The quoted price should include all applicable taxes for Lots # 1, 2, 3, 4, 5, 9, 10, 11 & 12
For Lots # 7 & 8, 1st year taxes will be included in the quoted price and for taxes for years 2 & 3 will be applied as per POs  

	Proposal Validity 
	Proposals must remain valid for minimum of sixty (60) days after the bid submission date.

	Bidder must submit 
	Two (02) copies of the technical and financial proposal (one original and one photocopy). A printable and searchable copy in a USB flash drive of the technical and financial proposal should be in the envelopes of technical and financial proposal respectively.  
Proposal shall contain separate envelope for the bid security and should be part of the technical proposal.

	Proposal Submission 
Address 
	National Information Technology Board
Plot # 24-B, Street # 06, H-9/1, Islamabad

	Submission Date & Time 
	Bids must be submitted on or before 14th May, 2024 at 02:00 PM. Technical Bids will be opened on the same day at 02:30 PM at NITB office.

	Pre-bid Meeting
	A Pre-bid meeting will be held in the National Information Technology Board (NITB) premises on 3rd May, 2024 at 02:00 PM, at NITB office.


[bookmark: _Toc68085183]


























[bookmark: _Toc163415753]Executive Summary:
National IT Board (NITB) is an autonomous board and is mandated to undertake and coordinate e-government initiatives at Federal Ministries/Divisions and Departments, provide consulting and advisory services in acquiring and implementing IT solutions as well as IT capacity building of staff of these organizations. NITB intends through this tender to purchase the following items along with installation & configuration services from the eligible bidders. After-sale support, warranty and in-house trainings are also required (where applicable).

1. [bookmark: _Toc163415754]Invitation to Bids:
The National Information Technology Board, hereinafter called “NITB” and/or the ‘Procuring Agency’, intends to invite bids against the RFP titled “Procurement of Hardware, Software on Licensing Model & IT Equipment (different lots) from eligible Bidders.
 
1.1 [bookmark: _Toc163415755] PPRA Rules to be followed
Public Procurement Regulatory Authority (PPRA) Rules (Public Procurement Rules, 2004) will be strictly followed. These may be obtained from PPRA’s website. 

In this document, unless otherwise mentioned to the contrary, "Rule" / “Rules” means a Rule / Rules under the Public Procurement Regulatory Authority Rules, 2004.

1.2 [bookmark: _Toc163415756] Mode of Advertisement(s)
As per Rule 12, this RFP is being placed online at PPRA's and NITB websites, as well as being advertised in print media. 
Bidding document containing detailed instructions, terms and conditions and this advertisement can be downloaded from NITB and PPRA websites.

1.3 [bookmark: _Toc163415757] Type of Open Competitive Bidding
As per PPRA rule 36 (b), ‘Single Stage - Two Envelope Procedure’ shall be followed.
· The bid shall comprise a single package containing two separate envelopes. Each envelope shall contain separately the financial proposal and the technical proposal.
·  The envelopes shall be marked as “FINANCIAL PROPOSAL” and “TECHNICAL PROPOSAL” in bold and legible letters to avoid confusion.
·  Initially, only the envelope marked “TECHNICAL PROPOSAL” shall be opened. 
· The envelope marked as “FINANCIAL PROPOSAL” shall be retained in the custody of the procuring agency without being opened.
· Technical Proposal shall contain separate envelop of bid security of PKR 200,000/- (for each Lot) which will be opened along with Technical Proposal.
· The Bidders will be first checked for the eligibility, as per the requirements in eligibility criteria. Thereafter, all eligible bidders shall be shortlisted against the technical requirements. 
· The shortlisted Bidders will be technically evaluated and those securing a minimum of 70 marks in the technical evaluation (Lot-wise) will be qualified for Financial Evaluation.
· In case of only one bidder (Lot-wise) securing equal to or greater than 70 marks in technical evaluation, NITB may decide to lower the cut-off score for technical qualification but not less than 60 marks.
· After the evaluation and approval of the technical proposals, the procuring agency shall open the financial proposals of the technically accepted bids, publicly at the time, date and venue announced and communicated to the bidders in advance, within the bid validity period. 
· The financial proposal of bids found technically non-responsive shall be returned un-opened to the respective bidders.
· The contract may be awarded to bidder(s) securing highest combined score of Technical plus Financials Bids. The overall bid score has been divided as follows: 
· Technical Proposal Evaluation carries 80% weightage. 
· Financials Proposal Evaluation carries 20% weightage. 
· The Procuring Agency may reject all bids or proposals at any time prior to the acceptance of a bid or proposal. The Procuring Agency shall upon request communicate to any Bidder who submitted a bid or proposal, the grounds for its rejection of all bids or proposals, but is not required to justify those grounds. 
· The Procuring Agency shall incur no liability, solely by virtue of its invoking Rule 33 (1) towards Bidder who have submitted bids or proposals. 
· Notice of the rejection of all bids or proposals shall be given promptly to all Bidders that submitted the proposals. 

2. [bookmark: _Toc163415758]Instructions to Bidders: 

2.1 [bookmark: _Toc163415759] Language 
The Bid and all documents relating to the Bid, exchanged between the Bidder and the Procuring Agency, shall be in English. Any printed literature furnished by the Bidder in another language shall be accompanied by an English translation which shall govern for purposes of interpretation of the Bid. 

2.2 [bookmark: _Toc163415760] Bid Document  
The bid document can be downloaded from the NITB and/or PPRA websites. 

2.3 [bookmark: _Toc163415761] RFP Clarifications and Questions 
To ensure fair consideration for all Bidders, NITB prohibits communication to or with any department, officer or employee during the evaluation process.

No bidder shall be allowed to alter or modify his bid after the bids have been opened. However, the Procuring Agency may seek and accept clarifications to the bid resulting in modification of the bid that do not change the substance of the bid.

Any request for clarification in the bid, made by the Procuring Agency shall invariably be in writing. The response to such request shall also be in writing.


2.4 [bookmark: _Toc95304140][bookmark: _Toc95304503][bookmark: _Toc95304640][bookmark: _Toc95304803][bookmark: _Toc95305298][bookmark: _Toc95307127][bookmark: _Toc163415762] Pre-Bid Meeting 
A pre-bid meeting will be scheduled according to Annexure A i.e. at 2pm on 3rd May 2024, at the NITB premises to respond to queries of interested bidders.
· Queries from the bidders (if any) for seeking clarifications regarding the specifications of the services / supplies must be received in writing to the NITB latest by 24 hours before the pre-bid meeting. NITB reserve the right not to address any verbal query, or the phone calls during pre-bid meeting.
· If any queries raise during the pre-bid meeting should be submitted in writing on the same day of the pre-bid meeting, reply to those queries will be responded within 24 hours by NITB.
· Bidders should note that during the period from the advertisement of the RFP till the receipt of the bids, all queries should be communicated to contact person(s), mentioned in this document, in writing via e-mail or postal mail only.
· Any oral interpretations or clarifications of this RFP shall not be relied upon.
· Bidder shall include the following reference as the subject of email/letter:
“Procurement of Hardware, Software on Licensing Model & IT Equipment <with Lot number>”


2.5 [bookmark: _Toc163415763] RFP / Bid Price 

The quoted price for Lot # 1, 2, 3, 4, 5, 6, 7, 8. 9, 10, 11 & 12 shall be: 
· In USD and/or Pak Rupees’ 
· Inclusive of all taxes, duties, levies, insurance, freight, etc. 
· Best / final / fixed and valid until completion of all obligations under the Contract i.e. not subject to variation / escalation. 
· Including all charges up to the delivery point / closeout.
· If not specifically mentioned in the Bid, it shall be presumed that the quoted price is as per the requirements given in this document, where no prices are entered against any item, the price of that item shall be deemed to be free of charge, and no separate payment shall be made for such item(s).
· Withholding Tax, Sales Tax and Other Taxes: The Bidder is hereby informed that the NITB will deduct tax at the rate prescribed under the Tax Laws of Federal Government of Pakistan, from all payments for products and services rendered by any Bidder who signs a contract with NITB. 

2.6 [bookmark: _Toc163415764] RFP Schedule 
Critical dates and milestones in connection with this RFP are mentioned as Annexure-A

2.6.1 [bookmark: _Toc163415765]Timeline of the Delivery:
Delivery Time will be 30 to 45 Days (depending upon the Lot as specified above)  after the issuance of PO. 
2.6.2 [bookmark: _Toc163415766]Ownership:
All the Equipment and related software in the project shall solely be / become the property of NITB with packages and licenses.

2.6.3 [bookmark: _Toc163415767]Technology Transfer:
The successful bidder will be bound to deliver complete technology and to provide running development environment. 

3. [bookmark: _Toc95304812][bookmark: _Toc95305307][bookmark: _Toc95307136][bookmark: _Toc95304813][bookmark: _Toc95305308][bookmark: _Toc95307137][bookmark: _Toc95304152][bookmark: _Toc95304515][bookmark: _Toc95304652][bookmark: _Toc95304816][bookmark: _Toc95305311][bookmark: _Toc95307140][bookmark: _Toc95304153][bookmark: _Toc95304516][bookmark: _Toc95304653][bookmark: _Toc95304817][bookmark: _Toc95305312][bookmark: _Toc95307141][bookmark: _Toc163415768] Confidentiality:
No information pertaining to this RFP or the examination, clarification, evaluation, comparison and award of this RFP shall be disclosed to other Bidders or any other persons not officially connected with the RFP process, including, but not limited to, the Bidder’s own affiliate companies and subsidiaries. The Bidder is not permitted to make any public announcement or release any information regarding this RFP without NITB’s prior written approval. 
NITB reserves the right to share the Bidder’s response to this RFP with its personnel, advisors and affiliates. 
In the event the Bidder commits a breach of confidentiality, NITB reserves the right to disqualify the Bidder from this RFP process and also take action under the Rules. 
The Bidder shall state clearly those elements of its response that it considers confidential and/or proprietary. Failure to properly identify and mark confidential or proprietary information may result in all information received being deemed non-confidential, non-proprietary, and in the public domain. 

3.1 [bookmark: _Toc163415769] Notices 
In this document, unless otherwise specified, wherever provision is made for sending / exchanging notice, certificate, order, consent, approval or instructions amongst the Parties, the same shall be: 
· In writing;
· Served by sending the same by courier or registered post to their principal office as they shall notify for the purpose. 

3.2 [bookmark: _Toc163415770] Option to Bid 
The Bidders may bid on any number of the Lots, ranging from Lot 1 to Lot 12.
 
3.3 [bookmark: _Toc163415771] Joint Venture 
No Joint Venture is allowed for and under this RFP.

3.4 [bookmark: _Toc163415772] Corrupt Practices and Conflict of Interest 
NITB requires that bidders / contractors, observe the highest standard of ethics during the procurement and execution of contract and refrain from undertaking or participating in any corrupt or fraudulent practices. 
NITB will reject a proposal for award or revoke the award of contract, if it determines that the bidder recommended for award was engaged in any corrupt or fraudulent practices or has already been blacklisted. 
Any false information or misstatement on the part of the bidder will lead to disqualification/ blacklisting/ initiation of legal proceedings regardless of the price or quality of the product.

The bidders are required to mention clearly and in detail if there exists any conflict of interest. Existence of a conflict of interest or non-disclosure of a conflict of interest will lead to, at any stage, disqualification of the bidders and may also lead to blacklisting of the bidders for future procurement processes. A conflict of interest in the bidding process occurs when an individual or entity involved in the evaluation or selection of bids has a personal or financial interest that could compromise impartiality or fairness. This conflict may lead to biased decision-making that favors a specific bidder, distorting fair competition. Proper disclosure and mitigation strategies, such as recusal from decision-making, are vital to maintain transparency and ensure a level playing field for all bidders.

3.5 [bookmark: _Toc163415773] SLA and the Penalty  
The Service Level Agreement(s) / SLAs will be signed between the Parties for the following Lots # 1, 2, 3, 4, 5, 7, 8, 9, 10, 11 & 12. These SLAs will, inter alia, detail the penalty for these Lots. 

3.6 [bookmark: _Toc163415774]Warranty /Support & Maintenance Services  
The successful bidder shall provide comprehensive warranty mentioned below (Lot-wise) along with onsite support. During the warranty period, it will be the responsibility of the successful bidder to rectify any defects and provide services such as preventive maintenance (if required), configuration of equipment or software, problem rectification within the permissible downtime and backup equipment inventory. The necessary patches, upgrades and updates as and when released by the OEM shall also be provided during the warranty period so as to ensure that the system is functioning to provide the best performance. 

a) Lot 1 Computers:
	Sr. No.
	Items
	Warranty/Support Period

	01
	All-in-One Desktops
	Three Years (on-site)

	02
	Laptops
	Three Years (on-site)

	03
	Microsoft Surface
	Three Years (on-site)







b) Lot 2 Microsoft Products:
	Sr. No.
	Items
	Warranty/Support Period

	01
	Microsoft Exchange Server (Enterprise Version)
	One Year (on-site)

	02
	Microsoft Exchange CAL
	Not required

	03
	Microsoft SharePoint Server
	One Year (on-site)

	04
	Microsoft SharePoint CAL
	Not required

	05
	Windows 11 Pro
	Not required










c) Lot 3 Backup Solution:
	Sr. No.
	Items
	Warranty/Support Period

	01
	Backup Solution
	Three Years (on-site)






d) Lot 4 VDI Solution with Thin Clients:
	Sr. No.
	Items
	Warranty/Support Period

	01
	VDI Solution with Thin Clients
	Three Years (on-site)

	
	OEM presence is required during the deployment of solution.







e) Lot 5 Tableau Licenses:
	Sr. No.
	Items
	Warranty/Support Period

	01
	Tableau (Developer) for Three Years
	NIL

	02
	Tableau (Viewer) for Three Years
	NIL








f) Lot 6 Tablets:
	Sr. No.
	Items
	Warranty/Support Period

	01
	Tablets
	Three Years replacement warranty









g) Lot 7 Black-box Add-on:
	Sr. No.
	Items
	Warranty/Support Period

	01
	PT Application Analyzer Add-On (Black-box) on Annual Licensing
	Three Years (on-site)







h) Lot 8 Incident Management System:
	Sr. No.
	Items
	Warranty/Support Period

	01
	Incident & Event Management Solution (SIEM) on Annual Licensing for 3 Years
	Three Years (on-site)







i) Lot 9 Label/Sticker Printing Printer:
	Sr. No.
	Items
	Warranty/Support Period

	01
	Label/Sticker Printer for Sticker Printing
	Three Years (on-site)







j) Lot 10 ADF/Book Scanner:
	Sr. No.
	Items
	Warranty/Support Period

	01
	ADF Scanner
	Three Years (on-site)

	02
	Book Scanner
	Three Years (on-site)







k) Lot 11 Hand Held Bar-Code/QR Code Reader:
	Sr. No.
	Items
	Warranty/Support Period

	01
	Hand Held Bar-Code/QR Code Reader
	Three Years (on-site)







l) Lot 12 LCD Monitor, Keyboard & Mouse:
	Sr. No.
	Items
	Warranty/Support Period

	01
	24” LCD Monitor
	Three Years (on-site)

	02
	USB Wired Keyboard
	Three Years (on-site)

	03
	USB Wired Mouse
	Three Years (on-site)









4. [bookmark: _Toc95304167][bookmark: _Toc95304530][bookmark: _Toc95304667][bookmark: _Toc95304831][bookmark: _Toc95305326][bookmark: _Toc95307155][bookmark: _Toc163415775]Indemnification: 
The Bidder will, at its own expense, indemnify and hold harmless NITB, and their respective officers, directors, employees, representatives, licensees and agents from and against and in respect of any and all claims, liabilities, allegations, suits, actions, investigations, judgments, deficiencies, settlements, inquiries, demands or other proceedings of whatever nature or kind, whether formal or informal, brought against NITB or any of their respective officers, directors, employees, representatives, licensees or agents, by any third parties against and in respect of any and all damages, liabilities, losses, costs, charges, fees and expenses, including without limitation reasonable legal fees and expenses, as and when incurred, relating to, based upon, incident to, arising from, or in connection with any claim or allegation with regard to any misrepresentation by the bidder, breach of any provision of this document by the bidder, negligence or willful misconduct of the bidder, infringing in any manner any copyright, trademark, intellectual property, trade secret or patent of any third party. The foregoing obligation is subject to NITB giving bidder a prompt written notice of any claim and giving the bidder sole control of the defense of such claim. Bidder agrees that it may not, without NITB's prior written consent enter into any settlement or compromise of any claim that results in any admission of liability or wrongdoing on the part of NITB, as the case may be. 
To the fullest extent permitted by law, the bidder shall indemnify and hold harmless NITB and their respective officers, directors, employees, representatives, licensees and agents from and against claims, damages, losses and expenses, including but not limited to legal fees, arising out of or resulting from performance of the work under this document and the resultant contract in relation to any claim, damage, loss or expense attributable to bodily injury, sickness, disease or death to the bidder’s personnel or any third party hired by the bidder or to injury to or destruction of tangible property.

5. [bookmark: _Toc163415776]Preparation of Bid:
5.1 [bookmark: _Toc163415777] Cost of Bidding
The issuance of this RFP and the receipt of information in response to this RFP shall not in any way cause NITB to incur any liability or obligation, financial or otherwise, to the bidder (and /or any proposed Subcontractor(s), if any). NITB assumes no obligation to reimburse or in any way compensate the bidder for costs and/or expenses incurred in connection with the bidder’s Proposal in response to this RFP. All costs and expenses incurred by the bidder (and/or any proposed subcontractor(s), if any) pertaining to all activities in the preparation, submission, review, selection and negotiation of the bidder’s proposal in response to this RFP shall be solely borne by the bidder (and/or any proposed subcontractor(s), if any) (“costs and expenses”).

5.2 [bookmark: _Toc163415778] Bid Security 
In accordance with Rule 25 of Public Procurement Rules, the Bidder will submit a bid security of PKR 200,000/- for each Lot bidder is participating, in shape of Bank Draft/Bank Guarantee in favor of ‘National Information Technology Board’. 
· The Bid Security issued only by any scheduled bank of Pakistan will be acceptable. Cheques will not be acceptable in any case. Bid security of the successful bidder will be returned once the Performance Guarantee is submitted to NITB.
· The bid security shall be part of technical bid envelope, failing to do so will cause rejection of the bid.
· Bid security envelope will be opened at the time of opening of technical proposal.
· The Bid Security shall be forfeited by the Procuring Agency on the occurrence of any/all of the following conditions: 
· If the Bidder withdraws the Bid during the validity period of the Bid specified by the Procuring Agency; and 
· If the Bidder, having been notified of the acceptance of the Bid by the Procuring Agency during the period of the Bid validity, fails or refuses to furnish the Performance Security, in accordance with the Bid Document. 

· The Bid security shall be returned to the technically unsuccessful Bidder with unopened/sealed financial bid within one-month period. 
· Validity of the Bid Security should be sixty (60) days as a minimum.

5.3 [bookmark: _Toc163415779] Technical Proposal 
Bidders are required to submit the technical proposal stating a brief description of the bidder’s organization outlining their recent experience along with Data Sheet(s) of the product(s) bidder has offered. In case the bidder is bidding for more than one Lot, than each Lot must have separate technical proposal also marked with the Lot number. 
Names of professional staff, their details and the profiles have to be submitted.
Refer Annexure B – Submittal Requirements for Technical Proposal. 

5.4 [bookmark: _Toc163415780] Financial Proposal 
The Financial proposal shall be prepared using the standard form attached, duly signed by the authorized representative of the bidder. In case the bidder is bidding for more than one Lot, than each lot must have separate financial proposal also marked with the Lot number.
The bidder shall provide its list of costs with all items described in the technical proposal priced separately. 
Refer Annexure C – Submittal Requirements for Financial Proposal. 

5.5 [bookmark: _Payment_Terms_/][bookmark: _Toc163415781] Payment Terms / Schedule 
Payments will be made by NITB against the invoice/s raised by the bidder by following the procedure in vogue against each milestone on production of following documents: 
Sales tax invoice duly signed and stamped by the bidder organization. 
NITB shall issue the Provisional Acceptance Certificate (PAC) after delivery, delivery challan shall be signed by DG (SP&CS) & Admin Department of NITB. Vendor shall be responsible to get the delivery challan signed-off. 
There will be no Advance payment or mobilization fee. 
Following is the payment schedule based on the defined milestones (Lot-wise): 


a) Lot 1 Computers:
	Sr. No. 
	Milestones 
	Payment % 
	Remarks 

	1 
	Provisional Acceptance Certificate (PAC)*
	90%
 
	

	2
	Completion Certificate (CC) **** 
	10%
	

	3
	Release of performance guarantee ******
	-
	After completion of Warranty Period



b) Lot 2 Microsoft Products:
	Sr. No. 
	Milestones 
	Payment % 
	Remarks 

	1 
	Provisional Acceptance Certificate (PAC)*
	80%
 
	

	2
	Installation & Configuration (IC)**
	10%
	

	3
	Completion Certificate (CC) **** 
	10%
	

	4
	Release of performance guarantee ******
	- 
	After completion of Warranty Period



c) Lot 3 Backup Solution:
	Sr. No. 
	Milestones 
	Payment % 
	Remarks 

	1 
	Provisional Acceptance Certificate (PAC)*
	80%
 
	

	2
	Installation & Configuration (IC)**
	10%
	

	3
	Completion Certificate (CC) **** 
	10%
	

	4
	Release of performance guarantee ******
	- 
	After compilation of Warranty Period



d) Lot 4 VDI Solution with Thin Clients:
	Sr. No. 
	Milestones 
	Payment % 
	Remarks 

	1 
	Provisional Acceptance Certificate (PAC)*
	80%
 
	

	2
	Installation & Configuration (IC)**
	10%
	

	3
	Completion Certificate (CC) **** 
	10%
	

	4
	Release of performance guarantee ******
	- 
	After completion of Warranty Period



e) Lot 5 Tableau Licenses:
	Sr. No. 
	Milestones 
	Payment % 
	Remarks 

	1 
	Provisional Acceptance Certificate (PAC)*
Completion Certificate (CC) ****
	100%
	



f) Lot 6 Tablets:
	Sr. No. 
	Milestones 
	Payment % 
	Remarks 

	1 
	Provisional Acceptance Certificate (PAC)*
	90%
 
	

	2
	Completion Certificate (CC) **** 
	10%
	

	3
	Release of performance guarantee ******
	- 
	After completion of Warranty Period



g) Lot 7 Black-box Add-on: For First Year
	Sr. No. 
	Milestones 
	Payment % 
	Remarks 

	1 
	Provisional Acceptance Certificate (PAC)*
	80%
 
	

	2
	Installation, Configuration & Hands-on Training (ICT)***
	10%
	

	3
	Completion Certificate (CC) **** 
	10%
	


	
		Lot 7 Black-box Add-on: For Next Two Years
	Sr. No. 
	Milestones 
	Payment % 
	Remarks 

	1 
	Acceptance of PO (APO)****
and Completion Certificate (CC) ****
	100%
 
	

	2
	Release of performance guarantee ******
	- 
	After completion of Warranty Period



h) Lot 8 Incident Management System: For First Year
	Sr. No. 
	Milestones 
	Payment % 
	Remarks 

	1 
	Provisional Acceptance Certificate (PAC)*
	80%
 
	

	2
	Installation, Configuration & Hands-on Training (ICT)***
	10%
	

	3
	Completion Certificate (CC) **** 
	10%
	



Lot 8 Incident Management System: For Next Two Years
	Sr. No. 
	Milestones 
	Payment % 
	Remarks 

	1 
	Acceptance of PO (APO)*****
Completion Certificate (CC) ****
	100%
 
	

	2
	Release of performance guarantee ******
	- 
	After completion of Warranty Period




i) Lot 9 Label/ Sticker Printing Printer
	Sr. No. 
	Milestones 
	Payment % 
	Remarks 

	1 
	Provisional Acceptance Certificate (PAC)*
	90%
 
	

	2
	Completion Certificate (CC) **** 
	10%
	

	3
	Release of performance guarantee ******
	-
	After completion of Warranty Period




j) Lot 10 ADF/Book Scanner
	Sr. No. 
	Milestones 
	Payment % 
	Remarks 

	1 
	Provisional Acceptance Certificate (PAC)*
	90%
 
	

	2
	Completion Certificate (CC) **** 
	10%
	

	3
	Release of performance guarantee ******
	-
	After completion of Warranty Period



k) Lot 11 Hand Held Bar-Code/QR Code Reader
	Sr. No. 
	Milestones 
	Payment % 
	Remarks 

	1 
	Provisional Acceptance Certificate (PAC)*
	90%
 
	

	2
	Completion Certificate (CC) **** 
	10%
	

	3
	Release of performance guarantee ******
	-
	After completion of Warranty Period




l) Lot 12 LCD Monitor, Keyboard & Mouse
	Sr. No. 
	Milestones 
	Payment % 
	Remarks 

	1 
	Provisional Acceptance Certificate (PAC)*
	90%
 
	

	2
	Completion Certificate (CC) **** 
	10%
	

	3
	Release of performance guarantee ******
	-
	After completion of Warranty Period



*Provisional Acceptance Certificate (PAC) includes the sign-off by DG (SP&CS) of NITB, for following:
· Supply of the equipment
· Signing-off of delivery challan
· Submission of invoice (said % as mentioned in each Lot)  

**Installation & Configuration (IC) include:
· Installation & commissioning 
· Configuration & Integration 
· Testing of infrastructure and related software  

***Installation, Configuration & Hands-on Training (ICT) include:
· Installation & commissioning 
· Configuration & Integration 
· Testing of infrastructure and related software  
· Hand-on Trainings through successful bidder 

**** Completion Certificate (CC) includes:
· After three (03) months of issuance of PAC/IC/ ICT.

***** Acceptance of PO (APO) Only for Lot# 7 & 8:
· Acceptance of PO
· Submission of Invoice

****** Release of performance guarantee:
· After the completion of said period mentioned at clause 3.6 Warranty /Support & Maintenance Services  

5.6 [bookmark: _Toc163415782] Bid Currencies 
Bids are to be quoted in USD or PKR. Conversion Rate will be applied on the Date of Financial proposal opening for the Lot# 1, 2, 3, 4, 5, 6, 7, 8, 9, 10, 11 & 12. 
The conversion rate for Lot # 7 & 8 will be applicable as of the day/date of issuance of the POs for the 2nd & 3rd Year 

5.7 [bookmark: _Toc163415783] Advice of Omission or Misstatement 
In the event it is evident to a bidder responding to this RFP that NITB has omitted or misstated a material requirement to this RFP and/or the services required through this RFP, the responding bidder shall advise the contact person identified in the RFP Clarifications and Questions section above of such omission or misstatement. 

5.8 [bookmark: _Toc163415784] Bid Validity Period 
The bid shall have a minimum validity period of Sixty (60) days from the last date for submission of the Bid. The Procuring Agency may solicit the Bidders consent to an extension of the validity period of the bid. The request and the response thereto shall be made in writing. Bid Security shall also be suitably extended. 

5.9 [bookmark: _Toc163415785] Additional Charges
No additional charges, other than those listed in the financial proposal, shall be made. Prices quoted will include verification/coordination of order, all costs for shipping, delivery to the site, setup, installation, training etc. 

5.10 [bookmark: _Toc163415786]Right to Request Additional Information
NITB reserves the right to request any additional information that might be deemed necessary during the bids evaluation process. 

5.11 [bookmark: _Toc163415787]Right of Refusal 
The Procuring Agency may reject all bids or proposals at any time prior to the acceptance of a bid or proposal. The Procuring Agency shall upon request communicate to any Bidder who submitted a bid or proposal, the grounds for its rejection of all bids or proposals but is not required to justify those grounds. 
The Procuring Agency shall incur no liability, solely by virtue of invoking the foregoing under Rule 33 (1) towards Bidder who have submitted bids or proposals. 
Notice of the rejection of all bids or proposals shall be given promptly to all Bidders who submitted the proposals. 

6. [bookmark: _Toc163415788]Submission of Bids: 
6.1 [bookmark: _Toc163415789] Sealing and Marking of Bids
Bid shall comprise a single sealed package containing two separate sealed envelopes for each Lot. Each envelope shall contain separately the financial proposal and the technical proposal. Envelope shall be marked as “FINANCIAL PROPOSAL” and “TECHNICAL PROPOSAL” in bold and legible letters to avoid confusion. 
The bids along with the bid security, must be dropped at: National Information Technology Board. 
Technical Proposal must contain Sealed BID Security envelop which would be opened at time of opening of technical proposal.
All submissions are due to the attention of the authorized person, no later than the date and time specified in Annexure A. Any proposal received after the due date and time will not be accepted by NITB. 
Proposal submissions must be organized according to the instructions provided in this document, separately packaged, sealed and identified as follows: 
· Identify as Technical or Financial Proposal 
· Title: Supply of (IT Equipment, Hardware, Software and Miscellaneous items)
· NITB, Plot No. 24-B, Street No. 06, H-9, Islamabad, Pakistan. 
· Proposal submissions must include the following copies: 
· One (1) original version of the entire Technical Proposal with original signatures.
· One (1) envelope containing BID Security must be submitted along with technical proposal
· One (1) photocopied version of the entire Technical Proposal.
· One (1) softcopy containing the entire Technical Proposal.
· One (1) original version of the Financial Proposal with original signatures. 
· One (1) photocopied version of the entire Financial Proposal. 
· One (1) softcopy containing the entire Financial Proposal. 

Softcopies of Technical as well as financial proposal are required to be submitted in the form of USB in the respective sealed envelopes. The files must be unprotected, editable, electronic documents and must be clear of any viruses, imbedded documents, or executable links.

6.2 [bookmark: _Toc163415790] Extension of Time Period for Submission of Bids 
NITB may extend the deadline for submission of bids, if any of the following conditions exists:
·  If Procurement Committee is convinced that such extraordinary circumstances have arisen owing to law-and-order situation or a natural calamity that the deadline should be extended; and 
• 	If Purchase Committee decides to extend the deadline due to any administrative reason.

6.3 [bookmark: _Toc163415791] Late Bids 
Late bids shall not be considered. Therefore, it is suggested that the response be sent in a manner that ensures it arrives on time, for example: through verifiable courier, Registered Mail or in person. Responses through Fax, email, and non-registered delivery through Pakistan Post Mail will not be considered. 

6.4 [bookmark: _Toc163415792] Presentation by Bidders 
Bidders may be asked to present their proposal as per the terms and conditions listed along with the announcement of this RFP. The Bidder will be required to provide and present a detailed and comprehensive project management plan that will become the sole source for determining implementation tasks and completion time of each task. The bidders are expected to present the technical proposal and the various components within the overall proposal. The bidder must be able to answer all queries and question of the evaluation/procurement committee during the presentation. 

6.5 [bookmark: _Toc163415793] Modification or Withdrawal of Proposals 
Proposal modification and withdrawal terms and conditions are governed by PPRA Rules & Regulations. Such laws, Rules & Regulations shall always prevail at all times. Under no circumstances shall a bidder be allowed to modify or withdraw his proposal if such actions are prohibited by the relevant Rules & Regulations.

6.6 [bookmark: _Toc163415794] Submittal Requirements 
· For Technical Proposal, please ensure that the listed requirements are provided in Annexure B. 
· For Financial Proposal, please ensure that the listed requirements are provided in Annexure C.

7. [bookmark: _Toc163415795]Opening and Evaluation of Bids: 
7.1 [bookmark: _Toc163415796] Opening of Bids by NITB 
Initially the envelopes marked “TECHNICAL PROPOSAL” and “BID Security” shall be opened and envelope marked as “FINANCIAL PROPOSAL” shall be retained in the custody of the NITB without being opened. NITB shall evaluate the technical proposal without reference to the price and may reject any proposal which does not comply with the specified requirements. 

7.2 [bookmark: _Toc163415797] Modification of Bids 
No bidder shall be allowed to alter or modify its bids after submitting the bids unless, NITB may, at its discretion, ask a bidder for a clarification of bid for evaluation purposes. The request for clarification and the response shall be in writing and no change in the prices or substance of bid shall be sought, offered or permitted. 

7.3 [bookmark: _Toc163415798] Missing Information 
Information requested in this document is aimed to evaluate the bidder and their system in a best possible way, therefore NITB encourage bidder to furnish the information as requested in this document. Any missing information shall be considered as not available. 

7.4 [bookmark: _Toc163415799] Addendum or Supplement to Request for Proposal 
At any time prior to the deadline for submission of the Bid, NITB may, for any reason, whether on its own initiative or in response to a clarification request by prospective bidder, modify the RFP by issuing addenda. 
A summary of all questions and responses as well as any adjustments regarding the scope of this Bid - if any, will be prepared and distributed to all potential bidders that submitted their intent to bid afresh (if any, changes will be reflected in the revised proposal published at NITB and PPRA Websites). 

7.5 [bookmark: _Toc163415800]Shortlisting of the Bidders
Shortlisting will purely be based on the information provided in the submitted proposal and related documents, where the eligible bidder would acquire at least 70 score in the given technical evaluation criteria to qualify for financial evaluation. In case of only one bidder (Lot-wise) securing equal to or greater than 70 marks in technical evaluation, NITB may decide to lower the cut-off score for technical qualification but not less than 60 marks. 

7.6 [bookmark: _Toc163415801] Current References 
The Bidder must provide in the proposal the names and complete contact information of at least three (3) client references in prescribed format under Annexure D who:
. are able to discuss Bidder’s performance in providing solutions similar to those contemplated in this RFP; and
. have agreed to be contacted by NITB representatives. NITB expects the bidder to contact their client references to confirm their availability to speak with NITB during this time. 

7.7 [bookmark: _Toc163415802] Bidder Evaluation 
The contract shall be awarded at the sole discretion of NITB after evaluation of the bidder’s proposal, reference discussions, negotiations, determination of competitive advantage and cost. Bidder must have a satisfactory record of contract performance, integrity, business ethics, adequate financial resources (in the opinion of NITB) and vision to meet the contractual requirements contemplated in this RFP. By submitting a proposal, the Bidder warrants that: 
a) It is legally authorized to provide the subject solution(s) globally or locally; 
b) It is in compliance with all applicable laws and regulations; 
c) It is not prohibited from doing business with NITB/GoP by law, order, regulation or otherwise; and 
d) The person submitting the proposal on behalf of the Bidder is authorized to bind it to the terms of the proposal. 
An evaluation committee (“Technical Evaluation Committee”) specifically formed for this RFP process will evaluate all submitted proposals. Proposals may be evaluated and eliminated without further discussions and at the sole discretion of NITB. NITB will be the sole initiator of discussions to clarify or negotiate the proposal offerings. The NITB evaluation committee will evaluate each proposal based upon their understanding of the proposals. The NITB evaluation committee will conduct a fair, impartial and comprehensive evaluation of all proposals. If applicable, a contract shall be awarded, taking into consideration the best interests of NITB. The selection criteria is defined in subsequent section and may include: 
a) Experience of the bidder with similar projects, size and scope; 
b) Management and staff profiles; 
c) Solution differentiation and implementation approach; 
d) Details of Scalability, Performance, Integration, Configurability, Parameterization; 
e) Cost/Value/Favorable contract terms & conditions. 
NITB reserves the right to award a contract without any further discussion with the bidder(s) who have submitted proposals in response to this RFP. Therefore, proposals should be submitted initially on the most favorable terms available to NITB from a price, contractual terms and conditions, and technical standpoint. However, NITB reserves the right to conduct discussions with Bidders who submit proposals that pass the initial screening process for the feasibility of the solution(s). 
NITB is not under any obligation to provide information relating to the decision-making process.
NITB shall evaluate a bidder's "confidence in its own ability to perform" based on a bidder's willingness to provide NITB with meaningful contractual assurances and remedies NITB may exercise in the event of that Bidder's non-performance. 

7.8 [bookmark: _Toc163415803] Proposal Acceptance
A proposal submitted in response to this RFP shall constitute a binding offer. Acknowledgment of this condition shall be indicated by the signature of the participant bidder or an officer of the participant bidder duly authorized to execute contractual obligations. A submission in response to this RFP acknowledges acceptance by the participant of all terms and conditions including compensation, as set forth herein. A participant shall identify clearly and thoroughly any variations between its proposal and the NITB’s RFP. Bidder shall ensure that every page of their proposal is signed and stamped. 

7.9 [bookmark: _Toc163415804] Availability of Professional Staff / Experts
Having selected the bidder on the basis of, among other things, an evaluation of proposed professional staff, the NITB expects to get the project executed by the professional staff named in the proposal. Before contract negotiations (which may require and absorb certain mutually agreed upon changes), the NITB shall require assurances that the professional staff shall be actually available. NITB shall not consider substitutions during contract negotiations unless both parties agree that undue delay in the selection process makes such substitution unavoidable or for reasons such as death or medical incapacity. If this is not the case and if it is established that professional staff were offered in the proposal without confirming their availability, the Bidder may be disqualified. Any proposed substitute shall have equivalent or better qualifications and experience than the original candidate and his name be submitted by the Bidder within the period of time specified in the letter of invitation to negotiate.

7.10 [bookmark: _Toc163415805]Alternative Proposals
Only one proposal, carefully prepared, for each lot by each vendor is allowed and no alternative proposals are allowed.

7.11 [bookmark: _Toc163415806] Redressal of Grievances by the Procuring Agency 
The Procuring Agency will constitute a committee comprising of odd number of persons, with proper powers and authorizations, to address the complaints of bidders that may occur prior to the entry into force of the procurement contract. 
· Any bidder feeling aggrieved by any act of the Procuring Agency after the submission of his bid may lodge a written complaint concerning his grievances within seven (07) days of announcement of the technical evaluation report and five (05) days after issuance of final evaluation report. 
· The GRC (Grievance redressal committee) shall investigate and decide upon the complaint within ten (10) days of its receipt 
· In case, the complaint is filed after the issuance of the final evaluation report, the complainant cannot raise any objection on technical evaluation of the report. 
· Any bidder or party not satisfied with the decision of the GRC, may file an appeal before the Authority within thirty (30) days of communication of the decision subject to depositing the prescribed fee and in accordance with the procedure issued by the Authority. The decision of the Authority shall be considered as final. 

8. [bookmark: _Toc163415807] Issuance of Purchase Order:
8.1 [bookmark: _Toc95304212][bookmark: _Toc95304575][bookmark: _Toc95304711][bookmark: _Toc95304875][bookmark: _Toc95305370][bookmark: _Toc95307199][bookmark: _Toc163415808] Award Criteria 
NITB shall award the Purchase Order (PO) to the successful bidder, whose bid has been determined to be substantially responsive in the view of our requirements & expectations and has provided the most competitive bid. 
For Lot # 7 & 8, contract will be signed mentioned at Annexure L within one (01) month after the issuance of PAC mentioned in clause 5.5 Payment Terms / Schedule.

8.2 [bookmark: _Toc163415809] NITB’s Right to Accept Any Bid and to Reject Any or All Bids 
NITB reserves the right to accept or reject any Bid, and to annul the bidding process and reject all bids at any time prior to contract award, without thereby incurring any liability to the bidders.

8.3 [bookmark: _Toc163415810]  Notification of Award 
Prior to the expiration of the period of bid validity, NITB will notify the successful bidder in writing by letter or by facsimile, to be confirmed in writing by letter, that his/her bid has been accepted. The notification of award will constitute the formation of the contract.
Upon the successful bidders’ furnishing of the performance guarantees for each Lot, NITB will promptly notify each unsuccessful bidder under that Lot. 
 
8.4 [bookmark: _Toc163415811] Issuance of PO 
PO will be issued within Seven (07) days after the publishing of final evaluation report on NITB website.

8.5 [bookmark: _Toc163415812] Performance Security 
Within Seven (07) days after the PO is issued from the Procuring Agency, the successful Bidder will furnish the Performance guarantee. The value of Performance Security shall be 10% of the bid value to be issued by any Scheduled Bank/Insurance Company of Pakistan having “A” rating. The Performance guarantee will remain valid till complete duration of the warranty / support period (mentioned in clause 3.6 Warranty /Support & Maintenance Services). 

8.6 [bookmark: _Toc163415813] RFP Response Ownership 
All information, materials and ideas submitted become the property of NITB upon submission. NITB reserves the right to modify, reject or use without limitation any or all of the ideas from submitted information. All information, materials and ideas contained in the Bidder’s proposal can be used by NITB without any restriction, provided that NITB will not disclose any financial and pricing information the Bidder designates as confidential with any other potential Bidder. NITB reserves the right to share, disclose or discuss to any of its consultants any proposal in response to this RFP in order to secure expert opinion. 

8.7 [bookmark: _Toc163415814] Integrity Pact
The successful bidder(s) shall upon the award of the Purchase Order (PO) execute an Integrity Pact with NITB [Specimen is attached in Annexure G]. 

8.8 [bookmark: _Toc163415815] Non-Disclosure Agreement
 The successful bidder(s) shall upon the issuance of the PO, execute a Non-Disclosure Agreement with NITB [Specimen is attached in Annexure H]. 

 
9. [bookmark: _Toc163415816]Scope of Work:
9.1 [bookmark: _Toc163415817]Lot 1 Computers 
	Sr. No.
	Items
	Qty

	01
	All-in-One Desktops
	30

	02
	Laptops
	20

	03
	Microsoft Surface
	03








9.2 [bookmark: _Toc163415818]Lot 2 Microsoft Products
	Sr. No.
	Items
	Qty

	01
	Microsoft Exchange Server (Enterprise Version)
	02

	02
	Microsoft Exchange CAL
	300

	03
	Microsoft SharePoint Server
	01

	04
	Microsoft SharePoint CAL
	100

	05
	Windows 11 Pro
	50











9.3 [bookmark: _Toc163415819]Lot 3 Backup Solution
	Sr. No.
	Items
	Qty

	01
	Backup Solution
	01






9.4 [bookmark: _Toc163415820]Lot 4 VDI Solution with Thin Clients
	Sr. No.
	Items
	Qty

	01
	VDI Solution with Thin Clients
	50






9.5 [bookmark: _Toc163415821]Lot 5 Tableau Licenses
	Sr. No.
	Items
	Qty

	01
	Tableau (Developer)
	02

	02
	Tableau (Viewer)
	20







9.6 [bookmark: _Toc163415822]Lot 6 Tablets
	Sr. No.
	Items
	Qty

	01
	Tablets
	110






9.7 [bookmark: _Toc163415823]Lot 7 Black-box Add-on
	Sr. No.
	Items
	Qty

	01
	PT Application Analyzer Add-On (Black-box) on Annual Licensing for 3 Years
	01








9.8 [bookmark: _Toc163415824]Lot 8 Incident Management Solution
	Sr. No.
	Items
	Qty

	01
	Incident Management Solution on Annual Licensing for 3 Years
	01







9.9 [bookmark: _Toc163415825]Lot 9 Label/Sticker Printing Printer
	Sr. No.
	Items
	Qty

	01
	Label/Sticker Printing Printer
	25






9.10 [bookmark: _Toc163415826]Lot 10 ADF/Book Scanner
	Sr. No.
	Items
	Qty

	01
	ADF Scanner
	25

	02
	Book Scanner
	25







9.11 [bookmark: _Toc163415827]Lot 11 Hand Held Bar-Code/QR-Code Scanner
	Sr. No.
	Items
	Qty

	01
	Hand Held Bar-Code/ QR-Code Scanner
	05







9.12 [bookmark: _Toc163415828]Lot 12 LCD Monitor, Keyboard and Mouse
	Sr. No.
	Items
	Qty

	01
	24” LCD Monitors
	50

	02
	USB Wired Keyboards
	50

	03
	USB Wired Mouse
	50









10. [bookmark: _Trainings][bookmark: _Toc163415829]Trainings:
The successful bidder will be responsible for providing free of cost (FOC) Hands-On Trainings to NITB’s nominated personnel/employees by DG (SP&CS) in the areas of implementation, operations, management, error handling, network and system administration of in-scope solutions. This applies on Lot # 2, 3, 4, 7 & 8 only.

11. [bookmark: _Toc163415830][bookmark: _Hlk163415857]Evaluation Process:
11.1 [bookmark: _Toc163415831]Eligibility
Below is the criterion for the eligibility of the interested Bidders. These are all mandatory requirements and failing to comply with any of them will result in ineligibility for further (technical) evaluation. Please ensure complete and valid documentary evidences are provided, NITB reserves the right to check the authenticity of any submitted document.
	Sr. No.
	Criteria
	Compliance (Yes/No)

	1.
	Bidder is a registered/incorporated company in Pakistan with SECP or firm registered under the partnership act of Pakistan
	

	2.
	Bidder has a valid Registration Certificate for Income Tax, Sales Tax and/or other allied agencies / organizations / regulatory authorities.
	

	3.
	Bidder is an Active Taxpayers as per Federal Board of Revenue (FBR)'s database i.e. Active Taxpayer List (ATL)
	

	4.
	Bidder Affidavit on Judicial Stamp Paper attested by Notary Public which certifies to provide three-years warranty/guarantee after installation. 
	

	5.
	Affidavit on Judicial Stamp Paper duly attested by Notary Public that the bidder is not blacklisted by any government / semi government Department.
	

	6.
	MAL Certificate from the OEM for Lot # 1, 2, 3, 4, 7, 8, 9, 10 & 11 Only.
	


 
Note: Verifiable documentary proof is required for all above mandatory requirements.

11.2 [bookmark: _Toc163415832]Technical Evaluation Criteria and Bidder’s Response 
Bidder(s) are required to provide their responses on the following sheet:
Note: 

	SR. NO.
	EVALUATION CRITERIA
	MAX MARKS

	
	SECP Registered Companies
2 Year Registration – 05 marks
3-4 Years Registration – 07 marks
Above 4 Years registration – 10 marks
	10

	1.
	Financial Capability (for Lot # 1, 2, 3, 4, 6, 7, 8, 9, 10 & 11):
The bidder has a minimum average annual turnover of PKR 50 million of past (02) financial years between 1st July, 2021 and 30th June, 2023. 

Financial Capability (for Lot # 5 & 12):
The bidder has a minimum average annual turnover of PKR 5 million of past (02) financial years between 1st July, 2021 and 30th June, 2023.
	15

	2.
	 General Work Experience (for All Lots):
Bidder MUST provide evidence in the form of completion certificate or purchase order of projects within last two (02) years.
  Calculation Criteria:
One (01) Project – 10 marks
Two (02) Projects – 15 marks
Three (03) Projects – 25 marks
	25

	3.
	Team Capacity
For Lot # 1, 2, 3, 4, 7, 8, 9, 10 & 11 resources with minimum of two (02) years relevant experience to work on the tasks. Bidders to provide resource profiles/CVs (Annexure F) along with proof of their employment with the bidder company.
Calculation Categories:

	Resource Type
	No.
	Marks
	No.
	Marks
	No.
	Marks

	Product Specialist 
	1
	3
	2
	6
	3+
	8

	Installation Specialist 
	1-2
	3
	3-4
	6
	4+
	8

	Product Support Specialist
	1-2
	4
	3-4
	8
	4+
	9







For Lot # 5 & 12

	Resource Type
	No.
	Marks
	No.
	Marks
	No.
	Marks

	Installation Specialist 
	1-2
	15
	3-4
	20
	4+
	25




For Lot # 6

	Resource Type
	No.
	Marks
	No.
	Marks
	No.
	Marks

	Product Support Specialist
	1-2
	15
	3-4
	20
	4+
	25




Note: Recourse type must be mentioned in Annexure F (field Category)
	25

	4.
	Presentation by the Bidder and Proposal Methodology
For Lot # 2, 3, 4, 7 & 8 the bidder shall present the following in the presentation as well as in the proposal:
	Sr. No.
	METHODOLOGY
	Marks for technical proposal
	

	
	Criteria
	
	Marks for Presentation

	1
	Project Implementation Plan (PIP)
	 8
	1

	2
	Work Breakdown Structure (WBS) 
	 5
	1

	3
	Resource Assignment Matrix (RAM) and its linkage with the WBS 
	 7
	1

	4
	Risk Management Methodology
	5
	1



For Lot # 1 the bidder shall present the following in the presentation as well as in the proposal:
 Laptops
           Gen 12 or higher with SSD                10 Marks
           Gen 12 or higher without SSD            08 Marks
           
  
Desktops
            All-in-One Gen 12 or higher with SSD                10 Marks
           All-in-One Gen 12 or higher without SSD           09 Marks
          

Microsoft Surface
           Gen 12 or higher with 256GB SSD                 05 Marks
           Gen 12 or higher with 128GB SSD                 03 Marks

For Lot # 5 the bidder assuring in writing the timely provisioning of licenses will be given 25 Marks

For Lot # 6 the bidder shall present the following in the presentation as well as in the proposal:
Tablets
           Display 10” or higher with 8GB & 64GB      25 Marks
           Display 10” or higher with 8GB & 32GB      20 Marks
           Display 10” or higher with 4GB & 32GB      10 Marks

For Lot # 9, 10, 11 & 12 the bidder shall present the following in the presentation as well as in the proposal:
           Manufacturing Date was 2023       25 Marks
           Manufacturing Date was 2022       20 Marks
           Manufacturing Date was 2021       15 Marks
           Manufacturing Date before 2021    10 Marks

	25

	TOTAL MARKS
	100

	NOTE:
i. Total Technical Marks = 100 Marks
ii. Minimum Technical Qualifying Marks = 70 Marks
iii. Financial Marks 100 Marks
iv. Weightage of Technical Marks is 80%
v. Weightage of Financial Marks is 20%



11.3 [bookmark: _Toc163415833]Technical Proposals Evaluation Summary
· The Bidders shall be first checked for the eligibility, as per the requirements in eligibility criteria vide clause 11.1. Thereafter, all eligible bidders shall be shortlisted against the technical requirements. 
· The shortlisted Bidders shall be technically evaluated and those securing a minimum of 70 marks in the technical evaluation will be qualified for Financial Evaluation. 
· In case, only one bidder secures equal to or greater than 70 score in technical evaluation, NITB may decide to lower the cut-off score for healthy competition but not less than 60 marks for technical qualification. 
· After the evaluation and approval of the technical proposals, the Procuring Agency shall open the financial proposals of the technically accepted bids, publicly at the time, date and venue announced and communicated to the bidders in advance, within the bid validity period.
· The financial proposal of bids found technically non-responsive shall be returned un-opened to the respective bidders.
· The contract may be awarded to bidder(s) securing highest combined score of technical plus Financials Bids. The overall bid score has been divided as follows: 
· Technical Proposal Evaluation carries 80% weightage whereas 
· Financials Proposal Evaluation carries 20% weightage. 
Please see below the formula for calculating the weightage: 
a) Technical score calculation: Bidder’s Score= (Points Obtained in Technical Domain/Total points of Technical Domain) x 100 
b) Financial score calculation: Bidder’s Score= (Min Bid Value / Bid in Consideration) x 100 
c) Total score = (Technical Score x 80%) + (Financial Score x 20%) 

12. [bookmark: _Toc163415834] Technical Specification of Equipment/Service:
12.1 [bookmark: _Toc163415835]Lot # 1 Computers
	Laptop Specifications

	Processor core i7, 12 gen or higher
Ram 8GB (1 x 8GB) Hard Disk 512GB  SATA/SSD 
Intel EVO Technology
Cache 12mb Screen 14” to 15.6" 
Licensed 64 bit Windows 11 Pro (latest Service pack). The OS specified must be made available with media, documentation and certificate of authenticity from OEM. HDMI, Camera, Network Port, Wireless 802.11 ac + Bluetooth 4.2, Keyboard With backlight, Graphic Card Built-in and Laptop Bag. Three years on site comprehensive warranty. 



	Desktop Specifications

	All-in-One Desktop PC, 12th Gen or higher, Intel Core i7 Processor Intel Chipset Motherboard, 8GB RAM (1 x 8GB). 1TB Hard Disk SATA/SSD, 21” or higher Widescreen Flat panel display.
64 bit Genuine Win 11 Pro (latest Service pack) or Higher Specs. The OS specified must be made available with media, documentation and certificate of authenticity from OEM. Three years onsite comprehensive    warranty. 





	Microsoft Surface Specifications

	11th Gen Intel Core i5 processor, Display 12.3” with Intel® Iris® Xe Graphics, RAM 8GB, Hard Disk  256GB SSD, Front-facing camera with 1080p full HD video, Rear-facing camers 10.0MP camera with 1080p HD and 4k video,  2W stereo speakers with Dolby with Dual far field studio microphones, 1 x USB-C, 1 x full-size USB-A, 1 x Surface Connect port, 1 x Surface Type Cover port
Wi-Fi 6E: 802.11ax compatible, Bluetooth Wireless 5.1 technology
Slim Pen 2, Integrated storage and wireless charging for Slim Pen 2 with Signature Keyboard, Supports Microsoft Pen Protocol (MPP)
Pre-installed / upgraded to 64 bit Genuine Win 11 Pro (latest Service pack). 



12.2 [bookmark: _Toc163415836]Lot # 2 Microsoft Products
	Microsoft Exchange Server (Enterprise Edition) On-Premises

	Microsoft Exchange Server 2019 or higher, Setup Exchange Server environment in high availability mode, Configure, Outlook Web App, and ActiveSync for mobile access

	Microsoft Exchange Server CAL (Standard and Enterprise Edition)

	Microsoft Exchange Server CAL (Standard and Enterprise Edition)

	Microsoft SharePoint (Enterprise Edition) On-Premises

	Microsoft SharePoint Server 2019 or higher, Setup SharePoint Server environment in high availability mode

	Microsoft SharePoint Server CAL (Standard and Enterprise Edition)

	Microsoft SharePoint Server CAL (Standard and Enterprise Edition)

	Windows 11 Pro



12.3 [bookmark: _Toc163415837]Lot # 3 Backup Solution
	Backup Solution

	[bookmark: _Toc156933262][bookmark: _Toc162300070]General Requirements

	Solution should create application-consistent, image-level backups of Virtual Machines and Physical Servers, ensuring successful recovery of business-critical applications and services and allowing for application-specific restore scenarios.

	Solution should support VMware vSphere, Microsoft Hyper-V, Nutanix Acropolis Hypervisor (AHV) and Red Hat Virtualization (RHV) platforms including support for agent-based backups of non-supported hypervisors VM (Sangfor, OVM, Proxmox etc)

	Solution should support backup of SMB file shares (any SMB protocol version), NFS file shares (NFS protocol versions 3.0 and 4.1), as well as files on Microsoft Windows or Linux based servers and Enterprise Storage Systems.

	Solution should be capable of protecting production data residing in both on-premises and cloud object storage with powerful backup and flexible recovery functionalities like entire bucket recovery, point-in-time bucket state rollback and object-level recovery.

	Solution should offer backup copy capabilities that allows you to create several instances of the same backup data in different locations, whether on-site or off-site and recover data from them.

	Solution should provide a Plug-In for  Oracle DBAs to use the RMAN manager to perform backups and restores of Oracle databases into a selected backup storage including full support for ORACLE Data Guard and RAC deployments.

	Solution should provide a Plug-In for Microsoft SQL DBAs to use Microsoft SQL Server Management Studio to perform backups and restores of Microsoft SQL databases into a selected backup storage including full support for SQL Always On and SQL Server Configurations on Windows Server Failover Clusters with shared volumes.

	Solution should feature the scalability, real time data traffic flow analysis with backup bottleneck reporting and central management console for multiple backup domains management. 

	Solution should maintain complete control of data protection for all virtual, physical and cloud workloads by managing both hypervisor-based and agent-based backups natively through one single console.

	Solution should provide end-to-end encryption for Server backup and replication data in flight and at rest.

	[bookmark: _Toc156933263][bookmark: _Toc162300071]Data Loss Avoidance

	Solution should store backup files in a type of self – sufficient storage containers and have no dependency on backup catalog for recovery.

	Solution should provide a Reversed Incremental backup mode, Forever forward incremental and Forward Incremental with Synthetic Full backup rebuild feature in order to provide forever incremental backup approach and reduce impact on production infrastructure. 

	Solution should support multiple backup targets with flexibility to replicate a chosen backup sets from primary backup storage to secondary.

	Solution should support VM, Physical Server and Cloud VM backups archival to Tape Libraries, Rotating Drives, and VTLs.

	Solution should have an ability to optimize and throttle the consumed bandwidth during offsite replication of backups.  

	Solution should support GFS (Grandfather-father-son) backup retention policies.

	Solution should offer a built-in WAN Optimization to allow faster replication of VMs and backup files with support for low bandwidth and high latency WAN links.

	Solution should automatically backup its configuration and it should provide a straightforward mechanism to restore the configuration in case of any failure. 

	Solution should provide an efficient forever-incremental backup engine for NAS Backups that does not require periodic active full backups to be performed making it possible to protect PB-size NAS environments with significantly reduced RPOs. 

	Solution should have storage-agnostic changed file tracking providing better incremental backup performance, allowing to achieve low RPOs on NAS devices without native changed file tracking capabilities.

	Solution should ensure no Windows or Linux computers are left unprotected by centrally deploying agents with automated host discovery via dynamic protection groups based on Active Directory containers, or CSV files exported from existing CMDB system.

	[bookmark: _Toc156933265][bookmark: _Toc162300073]Recovery

	Solution should have the ability to instantly recover any type of VM Guest OS files from backups and backup copies.

	Solution should be able to recover individual application items (such as databases, e-mails, sites, users) from Microsoft Exchange, Active Directory, SQL, MySQL, SharePoint, Oracle and PostgreSQL physical or virtual servers backups.

	Solution should have an ability to instantly start machines from agent-based backup to isolated MS Hyper-V, VMware environments if available directly from any backup disk storage at any chosen recovery point. 

	Solution should include a Windows and Linux Guest OS file indexing feature and comprehensive OS file search engine in order to delegate file recovery operations to help desk or end users.  

	Solution should support file level, volume level, and bare metal restore for Windows and Linux servers or workstations.

	Solution should have the ability to Instantly Recover any Microsoft SQL Server , MySQL and Oracle database from backup to the latest state or to an earlier point-in-time to any production database server or cluster (physical or virtual) in minutes, and with smart migration to production plus manual or scheduled switchover mechanism. 

	Solution should provide mechanism to export backups as VMWare or Hyper-V disks.

	Solution should provide an ‘Instant Publish’ capability for NAS & File Shares that publishes NFS and SMB file shares from backup to the latest state or to an earlier point in time on a selected mount server, enabling users to instantly access their data in this temporary NFS or SMB file share.

	And when it comes to recovery, in purposed solution ensuring recovery time objectives (RTO) are met by providing flexible restore options tailored to typical disaster scenarios including entire bucket recoveries to address complete hardware loss or object storage migration scenarios, point-in-time bucket state rollback for recoveries from ransomware and malicious insider attacks, and object-level recovery for day-to-day operational restores.

	[bookmark: _Toc158797206][bookmark: _Toc162300075]Visibility

	Solution should provide monitoring, reporting, alerting and capacity planning for Vmware vSphere and Microsoft Hyper-V Virtualization Platforms and Data Protection (Backup & Replication) Activities for Virtual, Physical and Cloud-based Workloads.  

	Solution should provide agentless data collection from virtualization hosts, management servers and failover clusters.

	Solution should provide alerts and reports to identify and resolve common infrastructure and software misconfigurations before operational impact 

	Solution should provide multi-tenant reporting and monitoring allowing multiple users to simultaneously access monitoring and reporting interfaces.

	Solution should include out-of-the-box features, like automatically triggered data collection, prebuilt alarms, and predefined dashboards and reports, that allow users to begin monitoring and reporting immediately after installation.

	Solution should collect data on an interval that allows users to monitor all major performance metrics in real-time.

	Solution should support alarms with default notification actions for all backup and virtual infrastructure objects.

	Solution should offer reports covering all aspects of the Virtual Infrastructure; including VM availability (uptime), trend analysis, resource utilization, infrastructure documentation and management, and change tracking - for every object in the virtual infrastructure.

	Solution should present monitoring and reporting data from both technical and business-oriented perspectives. Business-oriented views are based on user-defined criteria and can include categorizations such as organizational structure, location, SLA, department, etc.

	Solution should be able to overlay event data on performance graphs for viewing the effect of events on utilization and trends.

	Solution should provide visual status indicators on parent objects for at-a-glance notification of potential problems with underlying objects.

	Solution should provide heatmaps of the backup insfrastructure components to help plan resource usage and easily optimize backup activities with real-time visibility. 

	Solution should provide Virtual Infrastructure Assessment reports to verify that VMware vSphere and/or Microsoft Hyper-V infrastructure meets all known best practices . 

	Soulution should provide automated report generation and delivery to mailboxes, dashboards, web portals or archives. 

	Solution should provide alarm customization and modeling against past performance data to understand potential alarm frequency and avoid inadvertent alert storms and missed events 

	Solution should support pre-defined reports and monitor location tags for VMs, hosts, computers configured in backup solution to observe data sovereignty.  

	[bookmark: _Hlk505170389]Solution should provide a report that lists all protected and unprotected Vmware and Hyper-V Virtual Machines, Microsoft Azure VMs, AWS EC2 Instances, GCP VMs, Physical Servers and Endpoints running backup agents. 

	Solution should provide a report that lists all protected objects, backups and replicas grouped by location tag.

	Solution should provide a report that shows potential data sovereignty violations for all protected objects.

	Solution should provide a mechanism to reduce support interactions for backup and replication operations with a proactive identification and alerting of known infrastructure problems with prepared workarounds and resolutions.

	Solution should provide Application-level monitoring and ensure the availability of mission-critical applications running in virtual machines through enhanced, proactive application-level monitoring functionality, including the ability to track an individual application’s health monitoring status as well as manage guest services and processes.

	Soultion should provide chargeback and billing reports to control the costs associated with individual virtual infrastructure users based on VM and Host Configuration, Performance and resource usage, including CPU, Memory and Storage.

	Solution should provide chargeback and billing for Data Protection Activities to assess storage management costs for backup and replication operations.

	Solution should provide a series of alarms to Combat malware that help identify abnormalities and potential malicious activity that may be occurring in the production environment.

	Solution should provide a malware detection report provides an exhaustive overview of detected malware anomalies across the infrastructure.

	Solution should provide a global map pinpointing potential threats, empowering security operations teams to swiftly identify and address repositories with anomalous restore points.

	Solution should provide an RPO Anomalies table overview to highlight those workloads that are configured to have protection but have not been processed successfully.

	Solution should provide an enhanced alarm Integration with Syslog ensuring comprehensive visibility and rapid response to every critical event.



12.4 [bookmark: _Toc163415838]Lot # 4 VDI Solution with Thin Clients

	VDI Solution (with Thin Clients)

	Hardware Specifications Qty:02

	Slot Chassis:12 x 3.5” Disk Slot Chassis

	Cores: 2 x Gold 6348R 28cores 2.6GHZ (Clock Speed) or higher 

	DIMM Slots: Minimum 32 DIMM Slots or higher

	RAM: 20 x 32GB RDIMM 

	Storage for OS: 2 x 240GB SSD (RAID 1) or higher

	Storage for Cache: 2 x 1.92TB SSD (Mixed Use) or higher

	Storage for Data: 6 x 4TB 7.2K RPM SATA 

	Network Interfaces: 2 x 10Gbps (Optical Ports with SFPs) and (4 x 1Gbps Ethernet port RJ45) 

	Other Ports: 2 x USB2.0, 2 x USB3.0, 1 x VGA

	1600W Power Supply Must Have Redundant 

	Warranty: 3 Years Onsite Support Hardware Warranty

	Thin Client Specifications Qty: 50

	ARM based processor 4 core

	RAM: 2GB

	Storage: 8GB

	OS: Linux

	Must Support 1080 HD Video

	Input/Output: USB2.0x2 USB 3.0x1, VGA Port x1, HDMI Interface x1 Audio Input/Output port x1

	Lan: Gigabit Ethernet Port x1

	Software Specifications 

	General Requirement

	VDI Solution with Hyper-Converged Infrastructure Architecture for 2 servers

	HCI, VDI Software and Servers should be from same vendor

	OEM presence in Pakistan for minimum 3 years

	Minimum 5 VDI deployment locally (with in Pakistan)

	50 Concurrent VDI Licenses required

	Must support existing VDI solution

	Warranty & Technical Support: 3 years with Software upgrade & 24x7 Technical Support

	[bookmark: RANGE!B31]During onsite configuration & installation, OEM resources should present

	Onsite Training: OEM participant(s) required during Training

	Virtualization Management Software

	Must support Role-Based Management with Permission Control

	Must support HTML5 Web Management

	Must support Centralized Control & Visibility

	Must support future scale out Up to 10-12 Nodes

	Compute Virtualization Hypervisor

	VM Snapshot, VM Clone, VM vMotion is required

	Distributed Resource Scheduler (DRS) is required

	Distributed Switch by using Cluster-Level Network Aggregation is required

	Hardware health check to monitor CPU, Memory, Network Interface Card, Hard Drive and RAID Controller is required

	Storage Virtualization

	Must Be the Same Vendor as Compute Hypervisor

	Must support 2 copies & 3 copies data redundancy

	Must support Data Striping Technology

	Must support SSD Cache & SSD Data Tiering

	Must support Data Disk Balancing & Data Rebuilding

	Virtual Desktop & Application Virtualization

	Licensed Soft Client and Thin client required

	Supported OS: Linux Virtual Desktop, Windows Virtual Desktop

	Provision Multiple Virtual Desktops to Single User

	Template Update with Unified Applications or Updates Installed

	Integration with Microsoft AD for Active Directory Login Authentication

	Role-Based Policy for Different Virtual Desktop and User Binding

	Centralize Power-On All Virtual Desktops According to Time Schedule

	Centralize Power-Off All Virtual Desktops According to Time Schedule

	Integrated Shutdown (Linked Shutdown) 

	Virtual Network Independence for Virtual Desktop Access i.e. The intranet anomaly of VMs does not affect access and use of the virtual desktop

	Linked Clone Technology for Dedicated Desktops mode

	Software Distribution and Template update for the Dedicated Desktops mode 

	Authentication via soft-client

	Multi-Endpoint Security Restriction Mode, not just IP Address based

	Info Collection of connected soft-client with Details such as Online Status, IP Address, Last Login User, Last Login Time and etc.

	Must Support Software Client Installer to Connect Virtual Desktop from Windows OS, iOS, Android and etc.

	Data Leak Protection on USB Storage such as “Read Only” & “Disabled”

	File Exporting Audit with Report Center (Log all files information transferred to external USB storage)

	Full Screen transparent Watermark with Username

	Virtual Desktop Data Drive Encryption

	Protection against Brute-Force attack with Word Captcha

	Application Virtualisation for Applications such as Internet Explorer, Microsoft Office, Google Chrome and etc.

	Micro-segmentation for east west traffic isolation between VMs.

	Virtual Desktop Backup Software Solution

	[bookmark: RANGE!B74]Fully Compatible with Compute Hypervisor

	Full VM Level Backup

	Backup VMs in All Hardware Nodes

	Incremental Backup Technology & Difference Backup Technology

	Automated Schedule Backup (Weekly, Daily, Hourly)

	Backup Repository to Internal Virtual Storage

	Backup Repository to External SAN Storage

	iSCSI, FC, Network File Sharing Protocol




12.5 [bookmark: _Toc163415839]Lot # 5 Tableau Licenses
	Tableau (Creator)

	The Creator license is designed to create content. This include the design, cleaning and curation of data sources, which others will use to analyse governed data, or the creation of visualisations and dashboards with which other users will interact. It also includes designing governance and permissions models that control which information users may find.

	Tableau (Viewer)

	Tableau Viewers have the ability to view and interact with published visualisations and dashboards. These users can be granted permission to access published content, explore guided drill paths, apply filters, and even subscribe to dashboards for regular updates and data-driven alerts.



12.6 [bookmark: _Toc163415840]Lot # 6 Tablets
	Tablets Specification

	Operating System Android 11 or higher

	Processor Qualcomm® Snapdragon 750G Octa-Core or equivalent or higher

	Storage 128 GB or higher

	RAM 6 GB or higher

	Display 240 ppi density or higher

	Screen Size 10 inches or larger

	Battery Capacity 7700 mAh or higher Fast charging 30W or higher

	GSM Min 4G LTE

	Security Pattern/Password/PIN

	Accessories
1. Fast Charger with charging cable
2. Stylus
3. Carrying bag

	Warranty Support 3 years OEM Warranty

	Must be PTA Approved




12.7 [bookmark: _Toc163415841]Lot # 7 Black-box Add-on

	PT Application Analyzer Add-On (Black-box) on Annual Licensing for 3 Years

	General Requirements

	Storage of the scan history.

	Ability to share scan results for a limited time. The user should be able to send a link to scan results both during and after a scan.

	Simultaneous scanning of several applications.

	Scanning of targets that require authorization.

	The solution should be integrated into the CI/CD process with token-based authorization. Using special scripts, the scanner user should be able to include application checks into the pipeline.

	Features

	The proposed solution should be a fully autonomous and customizable on-premises platform with advanced functionality which can be deployed on NITB infrastructure, which should allow to detect a wide range of vulnerabilities, such as SQL injection, XSS, and RCE. The solution should be able to offer the following features:

	Instant Scanning

	User Authorization

	Regular vulnerability database updates	

	Description of vulnerabilities and recommendations on how to fix them

	CI/CD-based scanning (continuous integration and continuous delivery)

	Full scanning	

	Flexible scanning configuration	

	Parallel scanning of web applications	

	API scanning	

	Authorization on the target (to scan closed sections of a web application)	

	Downloadable report with scan results	

	User and role administration



12.8 [bookmark: _Toc163415842]Lot# 8 Incident Management Solution

	 Incident Management Solution on Annual Licensing for 3 Years

	The proposed Incident Management Solution must implement the following capabilities:
· Data Collection
· Data Processing
· Data Storage

	The proposed solution must provide flexible scalability options.

	Data exchange between physical or virtual components of the solution must be provided via unified methods of communication using the TCP/IP protocols and Ethernet link layer technology.

	The proposed solution must ensure central management (administration) of its components through WEB interface and CLI interface.

	The proposed solution must provide the possibility of independent software and knowledge base updates.

	The proposed solution must support interaction with the following adjacent systems:
· NTP servers for precise time synchronization;
· LDAP servers for user authentication;
· email servers based on the SMTP protocol for sending notifications;
· DNS servers for name resolution;

	The proposed solution must provide a self-diagnose capability.

	The proposed solution must provide the following built-in capabilities for not-authorized access protection:
· identification and authentication of users;
· role based access;
· logging of user’s actions

	Data Collection

	The solution should be able to create, modify, and delete asset data collection tasks, parameter sets, and a data collection schedule.

	The solution should be able to create, modify, and delete data collection settings that define technologies, protocols, accounts, and other important parameters necessary for data collection.

	The solution should support creation, modification, and deletion of accounts required for authorization on data sources.

	The solution should be able to export/import data sets to/from a file.

	The solution should support passive events collection using SNMP (trap), Cisco NetFlow or syslog protocols.

	The solution should support active events collection, using DCE/RPC (WMI), CIFS/SMB (RPC), SSH, Telnet, OPSEC LEA, VMware API, ODBC API (MySQL protocol, PostgreSQL protocol, Tibero) protocols.

	The solution should be capable of detecting and identifying assets that are enabled and connected to the LAN at the time of network scanning.

	Inventory and configuration information must be collected using the following remote management protocols: DCE/RPC (WMI), CIFS/SMB (RPC), DCOM (RPC), LDAP, SSH, Telnet, SQL*Net, ODBC API (MySQL protocol, PostgreSQL protocol, Tibero), OPSEC, VMware API. The solution must detect and identify assets that are enabled and connected to the LAN at the time of network scanning using the TCP/IP protocols.

	The solution must support active collection of inventory and configuration information using the following protocols: DCE/RPC (WMI), LDAP, SSH, Telnet, ODBC API, ODBC API, SNMP, OPSEC, VMware API.

	During network scanning, the data collection subsystem should be able solve the following tasks:
· Search for assets in the area specified by the user by IP addresses/subnets, hostnames, or in-system asset identifiers.
· Limit or select the number of ports and transport layer protocols used for scanning.
· Inventory (identification of available network services and installed software) data collection:
· Provide identification of the name and version of the Microsoft Windows OS family.
· provide identification of TCP/UDP network services.
· Provide the ability to select passwords for the protocols:
· Email service: SMTP, POP3.
· File service: FTP.
· Remote management — RDP, SSH, Telnet, SNMP, VNC, Radmin, Symantec PCAnywhere, NetBIOS.
· Database services — Microsoft SQL, Oracle DB, Sybase, DB2, MySQL, PostgreSQL.
· Virtualized environments — VMware vSphere.

	When performing a system data scan, the following tasks must be solved:
· Connecting to selected assets specified by the user by IP addresses/subnet, FQDN names or another asset identifier.
· Selection of methods (protocols) for connecting to assets and defining accounts used for authentication.
· Collection of identification and configuration data:
· Identification information about assets (IP address, FQDN and others).
· Information about the composition of the hardware (motherboard, CPU, network card and others).
· Information about the composition of the software (BIOS, ОS, applications and others).
· Information about Windows OS settings (local and domain policies).
· Information about running services and OS scheduler tasks.

	The proposed solution should support the search for weak passwords and login/password pairs using the selection of a dictionary of selected usernames and passwords and support the management of dictionaries (adding, changing, deleting).

	Develop custom event collectors to interact with unsupported event sources.

	Event collection, asset search and audit must be performed in agentless mode.

	Data Processing

	Dealing with events and incidents

	The proposed solution must be able manage the processing of events, namely:
· start/stop the rules of events processing;
· sort/search events by its attributes;
· saving of the used filters for the further quick search/filter of events;
· look at parsed and raw events.

	It should be possible to manage incidents, namely:
· search and sort incidents by their attributes;
· creating, modifying, and deleting incidents and specific information about them;
· saving the activities performed and commenting on them;
· creation and managing of the tasks of investigation, collection of evidences on a specific incident;
· viewing the history of changing an incident while working with it.

	The proposed solution should ensure a normalization, aggregation, enrichment, localization, and correlation of events based on special rules.

	The proposed solution must support a multi-level correlation with the transfer of the results of one correlation rule to the input of other correlation rules.

	The proposed solution must provide reference data, assets data and reputation data into correlation and enrichment rules. 

	The proposed solution must support automatic deactivation of correlation rules based on configured thresholds of consumption of computing resources during correlation.

	The proposed solution must handle multilingual events.

	Should provide the capability to adjust the time characteristics of events to adjust the time zone difference through data collection profiles.

	Automatic correction of the time of occurrence of events must be provided when an incorrect time is detected on the source.

	Events must be automatically linked to the related incidents.

	The proposed solution must support the export of the incidents to external systems.

	The proposed solution must ensure the automatic identification and registration of assets based on information collected as a result of data.

	Assets

	The proposed solution must provide demonstration of the information collected about the asset in a single asset card.

	The proposed solution should provide the management of the asset cards, including manually adding, changing, or deleting an asset card and setting the asset's significance level.

	The proposed solution must provide the automatic identification and registration of assets based on information collected as a result of data collection.

	The proposed solution must automatically update the asset information based on the results of data collection tasks.

	The proposed solution must support the change of asset information manually.

	The proposed solution must provide the history of changes in the asset over time by storing the state at each point of time when data about the asset has been collected.

	The proposed solution must search, sort and aggregate assets based on their attributes.

	The proposed solution must ensure that the filtering requests made by the user are saved, including their viewing and reuse.

	It must be ensured the capability to group assets into separate groups, membership in which is automatically based on information about the asset.

	The proposed solution should provide the capability to combine asset groups into hierarchical structures.

	The proposed solution should be able to save asset filtering conditions for their rapid reuse. 

	Should be able to automatically and manually assign importance to the assets.

	The proposed solution must provide the building of the asset interaction scheme at the network level of the OSI (L3) model.

	The frequency (period) of data collection tasks must be configurable.

	Work With Knowledgebase

	The proposed solution should be able to manage the knowledge base, namely:
· Creating, modifying, and deleting a custom set of event processing rules based on the built-in set;
· Installing a set of rules from the knowledge base to the proposed system;
· Creation, modification, and deletion of the custom event correlation rules. A specialized graphic wizard must be provided for the correlation rules;
· Creation, modification, deletion of the reference and reputation data stored in the knowledge base and used in the enrichment and correlation rules.
· Validation of the event correlation rules, as well as the lists with reference and reputation;
· Export/import of knowledge base content.

	Data Storage

	The proposed solution must store raw and parsed events data.

	The proposed solution must store incidents data.

	The proposed solution must store asset data.

	Management

	Management capabilities should include:
· access management capabilities;
· update capabilities;
· user interface capabilities;

	Access Control 

	The proposed solution must provide identification, authentication and authorization of users based on accounts.

	The proposed solution must provide Role Based Access Control to its capabilities.

	Access control must be provided, namely: 
· creation or changing logins and passwords;
· assigning roles to the users;
· assigning authentication methods (local or in the external system by using LDAP authentication).

	The proposed solution must support integration with the external systems by using LDAP.

	The proposed solution must support seamless correspondence of the user roles with the roles in Microsoft Active Directory.

	The proposed solution must provide the capability to generate a user password.

	The proposed solution must provide the capability to block a user account.

	The proposed solution must support logging of users’ actions:
· with assets;
· with the collection settings;
· with the management settings;
· with logins and logouts;

	User Interface

	The proposed solution must provide the users’ access to its capabilities via the web interface and the command line interface.

	The proposed solution must provide the capability to notify about the changes in the statuses of the main system entities (assets, data collection tasks, system status) by sending them to e-mail or by a POST request.

	The proposed solution should be able to notify about services failures and display the system status in the user interfaces.

	The proposed solution must provide a visualization of statistical data on events, incidents, assets, and the health status of the system in the form of charts, diagrams and tables displayed in the web interface.

	To configure static data visualization, a graphical designer must be provided, as well as pre-installed data visualization templates.

	The proposed solution must provide creation, tuning and export of reports.

	Management Server

	The Core system shall be separate from its operational system architecturally for performance and security purposes and shall be hosted at NITB performing the following functions. 
· Centralized storage of asset configuration
· Centralized management of all system components
· Rapid response to IS incidents and interaction between departments in the investigation of such incidents.
· Shall include the management interface/services.

	The Operational System shall offer the following basic services.
· Centralized storage of event information.
· Aggregation, filtering, normalization, and correlation of events.
· Automatic creation of IS incidents.
· Binding events to assets.

	Scanner Service

	The scanner service shall be able to scan assets in black-box and white-box modes. It shall make swift discoveries of hosts and open network services and shall be able to perform specialized checks in pen test mode. The Scanner shall collect the following information.
· OS version and vendor.
· Installed OS updates.
· List of installed software.
· OS and software settings.
· Users and their access permissions.
· Hardware.
· Running network and OS services.
· Network settings.
· Security tools configuration.

	Log Collector

	Log collector service shall collect events from various sources and shall enable active and passive collection of events, as well as connection of additional modules, including ones developed by the NITB. The following event collection services are implemented:
· Syslog module: Syslog protocol-based event collection.
· Event Log module: active collection of OS event logs.
· File Log module: active collection of events from OS files.
· OS Instrumentation Log module: passive collection of OS events.
· Network Flow module: Protocol-based event collection.
· DBMS Log module: collection of events from DBMS tables.
· Log Exproter/LEA module: active collection of events from various firewall modules.
· SNMP Traps module: SNMP-based passive event collection.
· SSH File Log module: SSH-based collection of events from files.




12.9 [bookmark: _Toc163415843]       Lot# 9 Label/Sticker Printing Printer
	Label/Sticker Printing Printer Specification

	Printer Type: Label printer - direct thermal / thermal transfer - monochrome

	Print Speed: Up to 356 mm/sec - max speed

	Connectivity: 1 x RS-232 ¦ 1 x USB 2.0 - 4 pin USB Type B ¦ 1 x LAN - RJ-45 ¦ 2 x USB host - 4 pin USB Type A

	Max Resolution:  203 dpi (B&W)

	Barcodes: Code 93, Industrial 2 of 5, Code 39, Code 49, CODABLOCK, ISBT 128, QR code, MaxiCode, Aztec code, LOGMARS, EAN/JAN-8, EAN/JAN-13, UPC-A, UPC-E, MicroPDF417, Codabar, Code 11, Interleaved 2 of 5, Postnet, PDF417, MSI-Plessey, Data Matrix, PLANET, TLC39, Plessey, Code 128B, Code 128C, Code 128A, Standard 2 of 5

	 RAM Installed: Minimum 128MB 

	Media Type: Continuous labels, die cut labels

	Media Size: Roll 11.4 cm (max)

	Printing Width: 104 mm (max)

	Printing Length: 3988 mm

	Compliant Standards: FCC Class B certified, VCCI, C-Tick, BSMI, EN 61000-3-2, ICES-003, NOM, SABS, IEC 60950, EN 61000-3-3, EN55024, EN55022 Class B, CCC, KCC, S Mark, cTUVus, MFI

	Warranty: 3 years on-site



12.10 [bookmark: _Toc163415844]Lot# 10 ADF and Book Scanner

	ADF Scanner

	Components/ Features

	Scanner type: Sheet-fed Scanner, Scan Speed (Color): 40 PPM and 80 ipm on color , Black & White & Grayscale scanning, Document Feeding Capacity: 80 sheets (20 lb./80 g/m2) or higher, Daily Duty Cycle: 5000 pages per day or higher , Connectivity: USB 2.0 or higher, long document mode: 102 inch or higher, maximum document thickness should be more than 300 gsm for hard document i.e. educational certificates etc. Warranty: 03 years Local & OEM



	Book Scanner

	Components/ Features

	Image Sensor:  20-Megapixel CMOS or above, Max. Shooting Area: A2 ( 594x420) mm , Color Bit Depth: 24 bit, Lens Focus: Fixed, Light Source: Built-in LED, Output Format by Software: Picture: JPG, Document: PDF(Image), PDF (Searchable), PDF (Text), Excel, WORD, TEXT, E-book: EPUB, Text To Speech: MP3, WAV (Windows only), Video: AVI, MP4, FLV, Video Streaming Frame Rate: Video mode: 1920 x 1080@30fps. Software Preview Window: 2048 x 1536@15fps, Video Compression: MJPG, Interface: USB 2.0 Type B x 1 (For PC Connection), USB 2.0 Type-A x 1 (For USB Extension), Power: 5V by USB-Powered, Scanning Speed: 1 sec. per A2 page, Height: Adjustable Height Design (A2/A3), Must read Barcode and QR code for file tracking.



12.11 [bookmark: _Toc163415845]Lot# 11 Hand Held Bar-Code/ QR-Code Scanner
	[bookmark: _Hlk162900381]Light Levels: 0-70000LUX
Sensor Resolution: 640x480
Decoding Ability:
1D: EAN-8, EAN-13, EAN-13 2 add-on, EAN-13 5 add-on, ISBN, UPC-A, UPC-E, Code 39, Code 39FULL ASCII, Code 93, Code 128, Codabar Interleaved 2 of 5
2D: PDF417, Data Matrix, QR-code
Light Source: High Brightness, Infrared LED
Host System Interface: USB2.0
Optical Coating Technique:Gold-Plated
Optical Technique Level: V-V1 (Aerial Cameras)
LED Indicator: Buzzer and bi-color light: Red-power, Blue-decoding Successfully
ENVIRONMENTAL PATAMETER
Environmental Sealing: IP54
Support keyboard: English, French, Italian, German, Spanish, Turkish Q, Belgian (French)
Minimum recognition accuracy: Code 39 code 6.6mil
Size:167mm*73.5mm*105.4mm




12.12 [bookmark: _Toc163415846]Lot# 12 LCD Monitor, Keyboard & Mouse
	24” LCD Monitors

	Features

	Display Type:  LCD monitor / TFT active matrix, 

	Diagonal Size: 24"

	Native Resolution: Full HD (1080p) 1920 x 1080 at 75 Hz

	Color Support: 16.7 million colors

	Dimensions (WxDxH): 21.8 in x 7 in x 16.5 in - with stand

	Connectivity Interfaces: HDMI (HDCP 1.4) and VGA

	Cables Included: 1 x HDMI cable and 1 x VGA


	USB Wired Keyboard & Mouse

	Features

	USB wired keyboard with soft touch keys

	Wired optical mouse with 3 buttons and scroll wheel

	Plug and Play

	Compatible with Windows and Mac

	Color: black





















Annexures
[bookmark: _Annexure_A_–][bookmark: _Toc163415847]Annexure A – RFP Schedule

	 Event No.
	Event Description 
	Timelines 

	1 
	Circulation / Advertisement of RFP 
	27th April 2024

	2 
	Pre-Bid Meeting 
	3rd May 2024

	3 
	RFP Submission Date and Opening of Technical Proposal 
	14th May 2024

	6
	Technical Evaluation Result and Opening of Financial Proposal 
	Shall be intimated in due course of time 

	7
	Announcement for issuance of Purchase Order
	Shall be intimated in due course of time 


*For site visit, please contact on ddadmin@nitb.gov.pk (preferably)
*Contact # 051-9265063

[bookmark: _Annexure_B_–][bookmark: _Toc163415848]Annexure B – Submittal Requirements for Technical Proposal

	Sr. No. 
	Description 

	1. 
	Cover Letter (on Bidder’s Letter Head) 

	2. 
	Eligibility Requirements (Mandatory Requirements as mentioned in eligibility criteria vide clause 11.1) 

	3. 
	Responses to clause 11.2 (Technical Evaluation Criteria & Bidder’s Response) of this document. 

	4. 
	Executive Summary 

	5. 
	Company Profile (Profile, History, Addresses, Product / Solution Offerings, Contact Information, number of full-time employees, Customer in Pakistan etc.) 

	6. 
	Detailed Project Execution Plan / Work Breakdown Structure

	7. 
	Training Methodology including Schedule & Plan

	8. 
	Project Organization and Team Profiling (Annexure E)

	9. 
	Customer References and Relevancy 

	10. 
	Contact Details 



[bookmark: _Annexure_C_–_1][bookmark: _Toc96095939][bookmark: _Toc163415849]Annexure C – Submittal Requirements for Financial Proposal 
Bidders shall submit financial cost as per table below. The cost of each Item/Equipment should cover all the allied costing and no other cost shall be entertained. All the cost should be one time and no recurring cost shall be allowed/accepted. Each item/equipment cost should also include training sessions along with free of cost certifications (for users nominated by NITB)

	Lot #
	Item/Equipment
	QTY
	Unit Price (US$/PKR)
	GST/Local Taxes (%)
	TOTAL GST/Local Taxes Amount (US$/PRK)
	TOTAL PRICE (US$/PKR)

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


[bookmark: _Annexure_C_–]
Annexure D – Client References:
	Reference One (1) 
	Response 

	Company name 

	Contact name and title 

	Company address/phone 

	Industry 

	Installed Solutions

	Comments 

	

	Reference Two (2) 
	Response 

	Company name 

	Contact name and title 

	Company address/phone 

	Industry 

	Installed Solutions

	Comments 

	

	Reference Three (3) 
	Response 

	Company name 

	Contact name and title 

	Company address/phone 

	Industry 

	Installed Solutions

	Comments 


[bookmark: _Annexure_D_–][bookmark: _Annexure_E_–]
[bookmark: _Toc163415850]Annexure E – Management Group and Staff Profiling
	Management Group 

	Name of Staff 
	Areas of Expertise 
	Position Assigned 
	Full Time / Project based 
	Level of Involvement (%) 

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



	Proposed Staff 

	Sr. # 
	Name of Staff 
	Areas of Expertise 
	Position Assigned 
	Level of Involvement (%) 

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



[bookmark: _Toc163415851]Annexure F– Staff Resume
	Category:   Product Specialist   Installation Specialist   Product Support Specialist

	Name of Staff: 
	CNIC #: 

	Date of Birth: 
	Age: 

	Nationality/Origin: 
	Number of Years with Bidder Company: 

	Educational Qualification: 

	Relevant Work Experiences: 

	Certifications: 

	I am willing to work on the project as indicated in the deployment schedule and as required during the assignment period. 
I, the undersigned, certify that to the best of my knowledge and belief, this CV correctly describes me my qualification and my experience. 

	Signature of Candidate 
	Signature of the Authorized Representative of the Company 

	Date: 

	Email and Contact Number: 




[bookmark: _Annexure_G_–][bookmark: _Toc163415852]Annexure G – Integrity Pact

__ [the Bidder] hereby declares that it has not obtained or induced the procurement of any contract, right, interest, privilege or other obligation or benefit from Government of Pakistan (GoP)/NITB or any administrative subdivision or agency thereof or any other entity owned or controlled by it (GoP) through any fraudulent or corrupt business practice. 
Without limiting the generality of the foregoing, [the Bidder] represents and warrants that it has fully declared the brokerage, commission, fees etc. paid or payable to anyone and not given or agreed to give and shall not give or agree to give to anyone within or outside Pakistan either directly or indirectly through any natural or juridical person, including its affiliate, agent, associate, broker, consultant, director, promoter, shareholder, sponsor or subsidiary, any commission, gratification, bribe, finder’s fee or kickback, whether described as consultation fee or otherwise, with the object of obtaining or inducing the procurement of a contract, right, interest, privilege or other obligation or benefit in whatsoever form from GoP/NITB, except that which has been expressly declared pursuant hereto. 
[The Bidder] certifies that it has made and will make full disclosure of all agreements and arrangements with all persons in respect of or related to the transaction with GoP/NITB and has not taken any action or will not take any action to circumvent the above declaration, representation or warranty. [The Bidder] accepts full responsibility and strict liability for making any false declaration, not making full disclosure, misrepresenting facts or taking any action likely to defeat the purpose of this declaration, representation and warranty. It agrees that any contract, right, interest, privilege or other obligation or benefit obtained or procured as aforesaid shall, without prejudice to any other right and remedies available to GoP under any law, contract or other instrument, be voidable at the option of GoP/NITB. 
Notwithstanding any rights and remedies exercised by GoP/NITB in this regard, [the Bidder] agrees to indemnify GoP/NITB for any loss or damage incurred by it on account of its fraudulent or corrupt business practices and further pay compensation to GoP/NITB in an amount equivalent to ten times the sum of any commission, gratification, bribe, finder’s fee or kickback given by [the Bidder] as aforesaid for the purpose of obtaining or inducing the procurement of any contract, right, interest, privilege or other obligation or benefit in whatsoever form from GoP/NITB. 
For and On Behalf Of 
___________________ 
Signature: ______________________ 
Name: ______________________ 
NIC No: ______________________
[bookmark: _Annexure_H_–][bookmark: _Toc96095944]













[bookmark: _Toc163415853]Annexure H – Non-Disclosure Agreement 

This Mutual Non-Disclosure Agreement (“Agreement”) is made and entered into between National Information Technology Board (NITB), and [Bidder Name], individually referred to as a ‘Party’ and collectively referred to as the ‘Parties’. The Parties wish to exchange Confidential Information (as defined below in Section 2) for the following purpose(s): 
a) to evaluate whether to enter into a contemplated business transaction; and 
b) if the Parties enter into an agreement related to such business transaction, to fulfil each Party’s confidentiality obligations to the extent the terms set forth below are incorporated therein (the “Purpose”). 
The Parties have entered into this Agreement to protect the confidentiality of information in accordance with the following terms: 
1. The Effective Date of this Agreement is_______________________ 2024. 
2. In connection with the Purpose, a Party may disclose certain information it considers confidential and/or proprietary (“Confidential Information”) to the other Party including, but not limited to, tangible, intangible, visual, electronic, present, or future information such as: 
- Business secrets. 
- Financial information, including pricing.
- Technical information, including Installation, Commissioning, Configuration, Integration & Testing of Network Infrastructure.
- Business information, including operations, planning, marketing interests, and products. 
- The terms of any agreement entered into between the Parties and the discussions, negotiations and proposals related thereto and 
- Information acquired during any facilities tours. 
3. The Party receiving Confidential Information (a “Recipient”) will only have a duty to protect Confidential Information disclosed to it by the other Party (“Discloser”): 
- If it is clearly and conspicuously marked as “confidential” or with a similar designation. 
- If it is identified by the Discloser as confidential and/or proprietary before, during, or promptly after presentation or communication or 
- If it is disclosed in a manner in which the Discloser reasonably communicated, or the Recipient should reasonably have understood under the circumstances, including without limitation those described in Section 2 above, that the disclosure should be treated as confidential, whether or not the specific designation "confidential" or any similar designation is used. 
4. A Recipient will use the Confidential Information only for the Purpose described above. A Recipient will use the same degree of care, but no less than a reasonable degree of care, as the Recipient uses with respect to its own information of a similar nature to protect the Confidential Information and to prevent: 
- Any use of Confidential Information in violation of this agreement; and/or 

- Communication of Confidential Information to any unauthorized third parties. Confidential Information may only be disseminated to employees, directors, agents or third-party contractors of Recipient with a need to know and who have first signed an agreement with either of the Parties containing confidentiality provisions substantially similar to those set forth herein. 
5. Each Party agrees that it shall not do the following, except with the advanced review and written approval of the other Party: 
- Issue or release any articles, advertising, publicity or other matter relating to this Agreement (including the fact that a meeting or discussion has taken place between the Parties) or mentioning or implying the name of the other Party; or 
- Make copies of documents containing Confidential Information. 
6. This Agreement imposes no obligation upon a Recipient with respect to Confidential Information that: 
- Was known to the Recipient before receipt from the Discloser.
- Is or becomes publicly available through no fault of the Recipient.
- Is independently developed by the Recipient without a breach of this Agreement.
- Is disclosed by the Recipient with the Discloser’s prior written approval or 
- Is required to be disclosed by operation of law, court order or other governmental demand (“Process”); provided that (i) the Recipient shall immediately notify the Discloser of such Process; and (ii) the Recipient shall not produce or disclose Confidential Information in response to the Process unless the Discloser has: (a) requested protection from the legal or governmental authority requiring the Process and such request has been denied, (b) consented in writing to the production or disclosure of the Confidential Information in response to the Process, or (c) taken no action to protect its interest in the Confidential Information within 14 business days after receipt of notice from the Recipient of its obligation to produce or disclose Confidential Information in response to the Process. 
7. EACH DISCLOSER WARRANTS THAT IT HAS THE RIGHT TO DISCLOSE ITS CONFIDENTIAL INFORMATION. NO OTHER WARRANTIES ARE MADE. ALL CONFIDENTIAL INFORMATION DISCLOSED HEREUNDER IS PROVIDED “AS IS”. 
8. Unless the Parties otherwise agree in writing, a Recipient’s duty to protect Confidential Information expires after three (03) years from the date of disclosure. A Recipient, upon Discloser’s written request, will promptly return all Confidential Information received from the Discloser, together with all copies, or certify in writing that all such Confidential Information and copies thereof have been destroyed. Regardless of whether the Confidential Information is returned or destroyed, the Recipient may retain an archival copy of the Discloser’s Confidential Information in the possession of outside counsel of its own choosing for use solely in the event a dispute arises hereunder and only in connection with such dispute. 
9. This Agreement imposes no obligation on a Party to exchange Confidential Information, proceed with any business opportunity, or purchase, sell, license and transfer or otherwise make use of any technology, services or products. 

10. Each Party acknowledges that damages for improper disclosure of Confidential Information may be irreparable; therefore, the injured Party is entitled to seek equitable relief, including injunction and preliminary injunction, in addition to all other remedies available to it. 
11. This Agreement does not create any agency or partnership relationship. This Agreement will not be assignable or transferable by the Parties without the prior written consent of the other party. 
12. This Agreement may be executed in two or more identical counterparts, each of which shall be deemed to be an original including original signature versions and any version transmitted via facsimile and all of which taken together shall be deemed to constitute the agreement when a duly authorized representative of each Party has signed the counterpart. 
13. This Agreement constitutes the entire agreement between the parties with respect to the subject matter hereof, and supersedes any prior oral or written agreements, and all contemporaneous oral communications. All additions or modifications to this Agreement must be made in writing and must be signed by the Parties. Any failure to enforce a provision of this Agreement shall not constitute a waiver thereof or of any other provision. 
	NITB 
	Company Name: 

	Address: Plot # 24, St # 6, H-9/1, Islamabad
	Address: 

	Name: Suhail Khan
	Name: 

	Signature: 
	Signature: 

	Title: Director General (SP&CS)
	Title: 

	Date: 
	Date: 




[bookmark: _Toc163415854]Annexure I – Technical Evaluation of Products / Services Strength 
Bids evaluation shall be subject to 100% compliance to the following criteria for Bidder’s qualification: Following table should be used for each Lot.

	Lot #
	Item Sr. No.
	Item Specification
	Compliant
	Non-Compliant

	

	
	
	
	



































[bookmark: _Annexure_I_–][bookmark: _Hlk161625880][bookmark: _Hlk161625938]

[bookmark: _Toc163415855]Annexure J – Letter of Purchase Order Acceptance

Deputy Director Admin								Date:
National Information Technology Board (NITB)
Islamabad

Subject: Acceptance of Purchase Order No. < PO Number>

Dear DD Admin,

I am writing on behalf of < Company/Organization Name> to formally acknowledge receipt of Purchase Order No. <PO Number> dated < PO Date> issued by the National Information Technology Board (NITB). We are pleased to accept the terms and conditions outlined in the Purchase Order.

We have thoroughly reviewed the terms and conditions stipulated in the Purchase Order, and we confirm our commitment to fulfill the requirements specified therein. We assure you that we will adhere to the agreed-upon delivery schedules, quality standards, and any other relevant terms as outlined in the Purchase Order.

In accordance with the terms specified, we understand that the payment terms, delivery schedules, and other relevant details are binding upon both parties and will be strictly followed. We are confident in our ability to meet the expectations set forth in the Purchase Order and look forward to a successful business relationship with NITB.

Please consider this letter as formal confirmation of our acceptance of Purchase Order No. <PO Number> issued by NITB.

Thank you for your trust and confidence in our company. We are eager to commence work on the project and deliver exceptional results.

Yours sincerely,

<Name>
<Position/Title>
<Company/Organization Name






[bookmark: _Toc163415856]Annexure K – Service Level Agreement (for Lots # 1, 2, 3, 4, 6, 7, 8, 9, 10, 11 & 12)

[bookmark: _Hlk162269292]SLA / Support services and maintenance of <Lot number>

Service Level Agreement 

Purpose 
The purpose of this SLA is to define the terms on which the Vendor has agreed to provide support, and maintenance services for the <Lot number> equipment. 
For the equipment, the Vendor has agreed to provide the said maintenance along with all necessary labor, skills, expertise, resources, and equipment repair/replacement required for the said maintenance work on the terms and conditions contained herein in this Service Level Agreement for three (03) years.
The SLA will be applicable for <Lot number> as per the Services procured through Purchase Order(s). 
Technical & Maintenance Support

2(A) The Vendor will provide the following services:

Installation/Configuration/ On-Site Support Services for <Lot Number>, Including Feature releases and software updates during the SLA Period i.e. number of years.
Preventive maintenance: The Vendor will carry out routine examination of the Services and the equipment, once in every six months, as to ensure proper delivery of the Services and working of the equipment.
Corrective maintenance: Defined as root-cause analysis, problem isolation and resolution of errors and performance issues. Problems will be reviewed to determine their root causes; measures will be taken to correct the sources of the problems. 
Access and Maintenance: The Vendor will have physical access to the locations where the equipment is installed for the support equipment. At the request of the Procuring Agency the Vendor will provide assistance for installation, uninstallation, maintenance, backup, replication or other activity relating to the maintenance and support.
	
2(B) Trouble ticket status and updates—defined as service problem reporting via trouble.
Escalations—defined as a need for customers engage service support beyond the routine support process.
On-site and Off-site support — defined as the technical support provided by the Vendor in ensuring all the requisite services are up and running in the environment. The support can be requested at any time; however, on-site support will be preferred, and off-site support is limited to criticalities and unavoidable circumstances.

The Procuring Agency will provide the following to the Vendor.
a.	The Procuring Agency will allow the Vendor staff to carry out the requirement gathering and other development related activities at the Sites.
b.	Additional support, as and when requested by the Vendor.	

Commencement and Duration
This SLA shall come into force upon issuance of Purchase Order(s) to the Vendor and shall remain valid for a period of <define years>from the date of activation of Services unless terminated earlier as per the stipulations of this SLA / the Contract. 

Support Hours
The Vendor will provide technical support to as required. The Vendor will provide technical support if required after the normal business hours and / or on holidays. 

Hours of Service Availability, Response Time, and Escalation
For all requests, the Vendor shall acknowledge requests within 01 hour of receipt and resolve the normal matters within 1-2 Days while critical matter will be resolved within 2-4 hours.  

Availability
The maximum repair/maintenance time for the Services should not exceed 24 hours. If more than 24 hours’ time is required, the Vendor shall communicate in writing and will provide backup equipment and should engage all necessary resources to ensure availability of all necessary services 

Incident Management
If an issue occurs, the Procuring Agency will open the ticket and the Vendor Support Center will resolve the issue as per the stipulations of this SLA. Vendor’s Support Center will initiate problem resolution depending on the severity level (as described below). The Support Center will remain the point of contact and will take the appropriate action to escalate the ticket depending on severity level.

If any issue is identified by the Vendor, the Vendor will immediately inform the point of contact of Procuring Agency who will be responsible for taking the appropriate action to escalate the ticket depending on severity level.

Enhancements & Upgrades
All upgrades in the technology as matured and provided by the principal and applicable for the equipment installed will be done Free of Cost and in timely fashion. The Vendor shall first assess the impact of such updates before applying 

Severity Levels 
The service level describes the time during the agreed measuring periods at which the Service is guaranteed to be available in accordance with the ‘Definition of availability’.

The following DO NOT count as downtimes: 
Force Majeure.
Scheduled maintenance windows. 
Patch management times and processes.
Power outage.
Access denial to the Sites and the equipment.

All issues reported to the Vendor by the Procuring Agency will be ticketed and assigned the appropriate severity level as described below. Such assignment will be as delineated in following sections of this SLA.
	Sr. No.
	Severity Level
	Impact
	Response Time
	Resolution Time 
	Penalty upon non-Compliance

	01.
	Critical:: 
	High – the product is down, and the production environment is critically affected. No workaround available yet.
	Upon first contact, the Vendor resource shall reach to the Site
	
Within 03 hour of reporting time. 
	PKR 25,000/- for every hour of delay beyond 03 hours

	02.
	Medium
	A product function has failed; the product is not affected. Support is aware of the issue, and a workaround is available.
	Upon first contact, the Vendor resource shall engage telephonically and if required shall reach to the Site within 2 hours
	Within 06 hours of reporting time. 
	PKR 25,000/- for every hour of delay beyond 06 hours

	03.
	Low
	Non-critical issue. Doesn’t not impact the business. Feature, information, documentation, how-to, and enhancement requests from the customer.
	Upon first contact, the Vendor resource shall engage telephonically and if required shall visit the Site within 03-04 hours
	Within 09 hours of reporting time.
	PKR 25,000/- for every hour of delay beyond 09 hours


   
The tickets can be upgraded or downgraded between the Severity levels by the Procuring Agency depending upon the situation. The Procuring Agency will assign the fore-referred Severity levels based on the following criteria:

	Sr. No.
	Criteria

	01.
	Number of clients affected. 

	02.
	Client’s sense of priority.

	03.
	Effect on business Goals/Targets.

	04.
	Deadlines.

	05.
	Estimated solution time.

	06.
	Application involved.

	07.
	Frequency of problem.

	08.
	Threat to data integrity or security.

	09.
	Other Misc. business requirements.



	Support Comparison
	 

	Severity 1: Critical
Product is down, and customer production environment is critically affected.
No workaround available yet.
	< 03 hour

	Severity 2: Medium
A product function has failed; customer production is not affected. Support is aware of the issue, and a workaround is available
	06 hours

	Severity 3: Low
Noncritical issue. Does not impact customer business. Feature, information, documentation, how-to, and enhancement requests from customer.
	09 hours

	Support Specialist Type
	Sr. Engineer

	Hardware Repair/Replacement (RMA)
	NBD/ 04 Hours























Annexure L – Form of Contract (for Lot 7 & 8)

FORM OF CONTRACT 

For
Lots # 7 & 8

This CONTRACT (hereinafter called the “Contract”) is made on this ----------- day of ----------------- 2024 by and between National Information Technology Board, having its Office at Plot No. 24-B, Street No. 6, Sector H-9/1, Islamabad (hereinafter called the “Procuring Agency”) and M/s XXXXX, having its corporate office at <Address> (hereinafter called the “Vendor”).

WHEREAS

(A)	The Vendor being the successful bidder under the due process of procurement vide Tender No. NITB-SPCS-8(64)/2024 (RFP) is required to provide certain services for Lot No. <Lot Number> as detailed in this Contract (‘Services’);

(B)	The Vendor, having represented to the Procuring Agency that it has all the requisite professional skills, expertise, resources, and technical experts/ professionals, has agreed to provide the Services on the terms and conditions set forth in this Contract.

NOW, THEREFORE, the Parties hereto hereby agree as follows:

1. The following documents shall be deemed to form an integral part of this Contract:

(a)	The General Conditions of Contract
(b)	The Special Conditions of Contract

2. In the event of any inconsistency between the documents, the following order of precedence shall prevail: The Special Conditions of Contract; The General Conditions of Contract; and Appendix-A. Any reference to this Contract shall also include, where the context permits, a reference to its Appendices. 

3. The mutual rights and obligations of the Procuring Agency and the Vendor shall be as set forth in this Contract, in particular:

(a)	The Vendor shall carry out the Services in accordance with the provisions of this Contract; and
(b)	The Procuring Agency shall make the payment as per the terms stipulated in this Contract and/or the Purchase Order(s).


IN WITNESS WHEREOF, the Parties hereto have caused this Contract to be signed in their respective names as of the day, month and year first above written.


	For and on behalf of the National Information Technology Board: 

	

Signature:--------------------------------
[Name]
[Designation]
	

Signature:--------------------------------
[Name]
[Designation]

	For and on behalf of  <Company Name> 

	

Signature:--------------------------------
[Name]
[Designation]
	

Signature:--------------------------------
[Name]
[Designation].

	
Witness 1: ______________________

[Name]
[Designation]
	
Witness 2: _________________________

[Name]
[Designation]


I. Form of Contract	Time-Based
[image: ][image: ]
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[bookmark: _Toc350746353][bookmark: _Toc350849372][bookmark: _Toc351343669][bookmark: _Toc300746742][bookmark: _Toc30081115][bookmark: _Toc157672451]    A.  General Conditions of Contract
	[bookmark: _Toc350746393][bookmark: _Toc350849374][bookmark: _Toc351343671][bookmark: _Toc300746744][bookmark: _Toc30081117][bookmark: _Toc157672452]Definitions
	1.1
	Unless the context otherwise requires, the following terms, whenever used in this Contract, shall have the following meanings:
“Applicable Law” means the laws and any other instruments having the force of law in Pakistan as they may be issued and in force from time to time.
“Day” means calendar day unless indicated otherwise.
 “Effective Date” means the date on which this Contract comes into force and effect.
“Experts” means, collectively, Key Experts, Non-Key Experts, or any other personnel assigned by the Vendor to perform the Services or any part thereof under the Contract.
“GCC” means these General Conditions of Contract.
“Local Currency” means the currency of Pakistan.
“Party” means the Procuring Agency or the Vendor, as the case may be, and “Parties” means both of them.
“Services” means “Service Level Agreement(s)” and/or “SLA(s)” means the service leval agreement(s) to be signed between the Parties pertaining to Lots # 1, 2, 3, 4, 5, 7, 8, 9, 10, 11 & 12.  
“Site” means the physical location and other places where Services are to be executed. 


	[bookmark: _Toc157672453]Interpretations
	2.1
	The recitals and appendices to this Contract shall form an integral and substantial part of this Contract.
Headings in this Contract are included for convenience of reference only and shall not be construed as a part of this Contract for any other purpose.
The singular includes the plural and vice versa;
The terms “include” and “including” mean “without limitation”, unless otherwise expressly stated.
Unless the context indicates otherwise, references to articles, sections, recitals, and schedules are references to the articles, sections, recitals and schedules to this Contract.
In carrying out its obligations and duties under this Contract, each Party shall have an implied obligation of good faith.

	
	
	

	
	
	

	[bookmark: _Toc351343673][bookmark: _Toc300746746][bookmark: _Toc30081119][bookmark: _Toc157672456]Law Governing the Contract
	3.1
	This Contract shall be governed and interpreted in accordance with the laws of Pakistan unless otherwise specified in SCC.

	[bookmark: _Toc351343674][bookmark: _Toc300746747][bookmark: _Toc30081120][bookmark: _Toc157672457]Language
	4.1
	The Contract as well as all correspondence and documents relating to the Contract exchanged between the Vendor and the Procuring Agency, shall be written in the English language unless otherwise stated in the SCC. Supporting documents and printed literature that are part of the Contract may be in another language provided these are accompanied by an accurate translation of the relevant passages in English, in which case, for purposes of interpretation of the Contract, this translation shall govern.

	
	
	

	[bookmark: _Toc300746749][bookmark: _Toc30081122][bookmark: _Toc157672459]Communications
	5.1
	Any communication required or permitted to be given or made pursuant to this Contract shall be in writing. Any such notice, request or consent shall be deemed to have been given or made when delivered in person to an authorized representative of the Party to whom the communication is addressed, or when sent to such Party at the address specified herein. 

	
	5.2
	A Party may change its address for notice hereunder by giving the other Party any communication of such change to the address specified in here.

	[bookmark: _Toc351343677][bookmark: _Toc300746750][bookmark: _Toc30081123][bookmark: _Toc157672460]Location
	6.1
	The Services shall be performed at the Site(s).

	
	
	

	[bookmark: _Toc351343679][bookmark: _Toc300746752][bookmark: _Toc30081125][bookmark: _Toc157672462]Authorized Representatives
	7.1
	Any action required or permitted to be taken and any document required or permitted to be executed under this Contract by the Procuring Agency or the Vendor may be taken or executed by the authorized representatives of the Parties.





[bookmark: _Toc351343681][bookmark: _Toc300746754][bookmark: _Toc30081127][bookmark: _Toc157672463]B.  Commencement, Modification and Termination of Contract
	[bookmark: _Toc351343682][bookmark: _Toc300746755][bookmark: _Toc30081128][bookmark: _Toc157672464]Effectiveness of Contract
	1.1
	This Contract shall come into force and effect on the date (the “Effective Date”) first above written.


	[bookmark: _Toc351343684][bookmark: _Toc300746757][bookmark: _Toc30081130][bookmark: _Toc145520293]Commencement of Services
	2.1
	Procurement of <Lot Name> and Services related thereto pursuant to this Contract are for three (03) years. 

 .

	[bookmark: _Toc351343686][bookmark: _Toc300746759][bookmark: _Toc30081132][bookmark: _Toc157672468]Entire Contract
	3.1
	This Contract contains all covenants, stipulations and provisions agreed by the Parties. No agent or representative of either Party has the authority to make, and the Parties shall not be bound by or be liable for, any statement, representation, promise or agreement not set forth herein.

	
	
	

	[bookmark: _Toc351343687][bookmark: _Toc300746760][bookmark: _Toc30081133][bookmark: _Toc157672469]Modifications or Variations
	4.1
	Any modification or variation of the terms and conditions of this Contract, including any modification or variation of the scope of the Services/ Terms of Reference, may only be made by written agreement between the Parties. However, each Party shall give due consideration to any proposals for modification or variation made by the other Party.

	
	
	

	[bookmark: _Toc351343688][bookmark: _Toc300746761][bookmark: _Toc30081134][bookmark: _Toc157672471][bookmark: _Toc351343689]Force Majeure
a.	








	5.1
	For the purposes of this Contract, “Force Majeure” means an event that is beyond the reasonable control of a Party, is not foreseeable, is unavoidable, and makes a Party’s performance of its obligations hereunder impossible or so impractical as reasonably to be considered impossible under the circumstances, and subject to those requirements, includes, but is not limited to, war, riots, civil disorder, earthquake, fire, explosion, storm, flood, pandemics or other adverse weather conditions, strikes, lockouts or other industrial action confiscation or any other action by Government agencies.

	[bookmark: _Toc351343690][bookmark: _Toc157672472]No Breach of Contract
	5.2
	The failure of a Party to fulfill any of its obligations hereunder shall not be considered to be a breach of or default under, this Contract in so far as such inability arises from an event of Force Majeure, provided that the Party affected by such an event has taken all reasonable precautions, due care and reasonable alternative measures, all with the objective of performing its obligations under this Contract. 

	[bookmark: _Toc157672473]Measures to be taken
	5.3
	A Party affected by an event of Force Majeure shall continue to perform its obligations under the Contract as far as is reasonably practical and shall take all reasonable measures to minimize the consequences of any event of Force Majeure.

	
	5.4
	A Party affected by an event of Force Majeure shall notify the other Party of such event as soon as possible, and in any case, not later than Seven (07) Days following the occurrence of such event, providing evidence of the nature and cause of such event, and shall similarly give written notice of the restoration of normal conditions as soon as possible.

	
	5.5
	Any period within which a Party shall, pursuant to this Contract, complete any action or task shall be extended for a period equal to the time during which such Party was unable to perform such action as a result of Force Majeure.


	[bookmark: _Toc351343696][bookmark: _Toc300746763][bookmark: _Toc30081136][bookmark: _Toc157672475]Termination
	6.1
	This Contract may be terminated by either Party as per provisions set up below:     

	[bookmark: _Toc351343697]a.	By the Procuring Agency
	
	6.1.1	The Procuring Agency may terminate this Contract in case of the occurrence of any of the events specified in paragraphs (a) through (f) of this Clause. In such an occurrence, the Procuring Agency shall give at least thirty (30) Days’ written notice of termination to the Vendor in case of the events referred to in (a) through (d); at least sixty (60) Days’ written notice in case of the event referred to in (e); and at least five (5) Days’ written notice in case of the event referred to in (f):
(a)	If the Vendor fails to remedy a failure in the performance of its obligations hereunder, as specified in a notice given by the Procuring Agency in this regard;
(b)	If the Vendor becomes insolvent or bankrupt or enters into any agreements with their creditors for relief of debt or takes advantage of any law for the benefit of debtors or goes into liquidation or receivership, whether compulsory or voluntary;
(c)	If the Vendor fails to comply with any final decision reached as a result of arbitration proceedings;
(d)	If, as the result of Force Majeure, the Vendor is unable to perform the Services for a period of not less than thirty (30) Days;
(e)	If the Procuring Agency, in its sole discretion and for any reason whatsoever, decides to terminate this Contract;
(f)	If the Vendor fails to perform as required under this Contract and as per the terms of the RFP.
6.1.2 If the Vendor, in the judgment of the Procuring Agency has engaged in Fraud and Corruption, as defined in Public Procurement Rules 2004, in competing for or in executing the Contract, then the Procuring Agency may, after giving fourteen (14) Days’ written notice to the Vendor, terminate the Contract. 

	b.	By the Vendor
	
	6.1.3 The Vendor may terminate this Contract by not less than thirty (30) Days’ written notice to the Procuring Agency in case of the occurrence of any of the events specified in paragraphs (a) through (c) of this Clause.
(a)	If, as the result of Force Majeure, the Vendor is unable to perform the Services for a period of not less than thirty (30) Days.
(b)	If the Procuring Agency fails to comply with any final decision reached as a result of arbitration.
(c)	If the Procuring Agency is in material breach of its obligations pursuant to this Contract and has not remedied the same within thirty (30) Days (or such longer period as the Vendor may have subsequently approved in writing) following the receipt by the Procuring Agency of the Vendor’s notice specifying such breach.

	c.	Cessation of Rights and Obligations
	
	6.1.4	Upon termination of this Contract or upon expiration of this Contract, all rights and obligations of the Parties hereunder shall cease, except (i) such rights and obligations as may have accrued on the date of termination or expiration, (ii) the obligation of confidentiality (iii) the Vendor’s obligation to permit copying and auditing of their accounts and records and to cooperate and assist in any investigation; and (iv) any right which a Party may have under the Applicable Law.

	d.	Cessation of Services
	
	6.1.5	Upon termination of this Contract by notice of either Party to the other, the Vendor shall, immediately upon dispatch or receipt of such notice, take all necessary steps to bring the Services to a close in a prompt and orderly manner and shall make every reasonable effort to keep expenditures for this purpose to a minimum.
 

	[bookmark: _Toc157672476]C.  Obligations of the Vendor
1. The Vendor shall provide the Services in a timely fashion and as per the international standards for provisioning of alike services for <details of Lot>;

2. The Vendor shall fully comply with the terms and conditions stipulated in this Contract as well as any other applicable document.


	[bookmark: _Toc351343704][bookmark: _Toc300746765][bookmark: _Toc30081138][bookmark: _Toc157672477]
D. General Conditions of Contract


	Standard of Performance
	7.1
	The Vendor shall perform the Services and carry out the Services with all due diligence, efficiency and economy, in accordance with generally accepted professional standards and practices, and shall observe sound management practices, and employ appropriate technology. The Vendor shall always act, in respect of any matter relating to this Contract or to the Services, as a faithful adviser to the Procuring Agency, and shall at all times support and safeguard the legitimate interests of the Procuring Agency in any dealings with the third parties.

	[bookmark: _Toc157672478]Law Applicable to Services
	8.1
	The Vendor shall perform the Services in accordance with the Contract and in accordance with the Applicable Law.

	[bookmark: _Toc351343707][bookmark: _Toc300746766][bookmark: _Toc30081139][bookmark: _Toc157672479]Conflict of Interests
	9.1
	The Vendor shall hold the interests of the Procuring Agency paramount, without any consideration for future work, and strictly avoid conflict with other assignments or their own corporate interests.

	Vendor not to benefit from Commissions, Discounts, etc.
	9.1.1
	The payment of the Vendor for satisfactory performance of the Services shall constitute the Vendor’s only payment in connection with this Contract and, the Vendor shall not accept for its own benefit any trade commission, discount or similar payment in connection with activities pursuant to this Contract or in the discharge of its obligations hereunder.

	Prohibition of Conflicting Activities
	9.1.2
	The Vendor shall not engage, either directly or indirectly, in any business or professional activities that would conflict with the activities assigned under this Contract.

	[bookmark: _Toc351343712][bookmark: _Toc300746767][bookmark: _Toc30081140][bookmark: _Toc157672480]Confidentiality
	[bookmark: _Toc157672481]10.1
	The Vendor shall keep confidential all the information of the Procuring Agency which the Vendor will have access to for performing under this Contract, and must not share any such information with anyone unless so permitted by the Procuring Agency. The Vendor shall also execute the non-disclosure agreement (NDA) with Procuring Agency.


	[bookmark: _Toc351343713][bookmark: _Toc300746768][bookmark: _Toc30081141][bookmark: _Toc145520310]Liability of the Vendor
	11.1
	Subject to additional provisions set forth in this Contract, the Vendor’s liability under this Contract shall be as determined under the Applicable Law.

	[bookmark: _Toc351343715][bookmark: _Toc300746770][bookmark: _Toc30081143][bookmark: _Toc145520312][bookmark: _Toc157672484]Accounting and Auditing
	12.1
	The Vendor shall keep, and shall make all reasonable efforts to keep, accurate and systematic accounts and records concerning this Contract. 

	
	12.2
	The Vendor shall permit the Procuring Agency to inspect its accounts, records and other document concerning this Contract. 

	[bookmark: _Toc351343717][bookmark: _Toc300746771][bookmark: _Toc30081144][bookmark: _Toc145520313][bookmark: _Toc157672485]Reporting Obligations
	13.1
	The Vendor shall submit to the Procuring Agency the reports and documents as may be required, and specified by the Procuring Agency relevant to this Contract. 

	
	
	

	[bookmark: _Toc351343727][bookmark: _Toc300746781][bookmark: _Toc30081155][bookmark: _Toc157672495]E.  Obligations of the Procuring Agency

	[bookmark: _Toc351343728][bookmark: _Toc300746782][bookmark: _Toc30081156][bookmark: _Toc157672496]Assistance 
	14.1
	Procuring Agency will provide to the Vendor any such assistance as may be necessary for performance of Vendor’s obligations under this Contract.

	[bookmark: _Toc351343729][bookmark: _Toc300746783][bookmark: _Toc30081157][bookmark: _Toc157672497]Access to the Site
	15.1
	The Procuring Agency warrants that the Vendor shall have unimpeded access to the Sites in respect of which access is required for the performance of the Services. The Vendor will be responsible for any damage, reasonably determined by the Procuring Agency to the Sites or any property thereon resulting from such access and will indemnify the Procuring Agency.

	[bookmark: _Toc300746784][bookmark: _Toc30081158][bookmark: _Toc157672498]Change in the applicable law related to taxes and duties
	16.1
	If, after the date of this Contract, there is any change in the applicable law in the country with respect to taxes and duties which increases or decreases the cost incurred by the Vendor in performing the Services, then the payable to the Vendor under this Contract shall be increased or decreased accordingly, and corresponding adjustments shall be made to the specified ceiling amounts.


	[bookmark: _Toc157672499]F. Payments to the Vendor

	[bookmark: _Toc351343732][bookmark: _Toc300746787][bookmark: _Toc30081161][bookmark: _Toc157672500]Payment Obligations
	17.1
	In consideration of the Services performed by the Vendor under this Contract, the Procuring Agency shall issue the Purchase Order(s) (as per their requirements) to make the payments to the Vendor and shall process the payments within sixty (30) Days after receiving the invoices from the Vendor.

	[bookmark: _Toc35350076][bookmark: _Toc68750635][bookmark: _Toc157672501]Terms of Payment
	18.1
	The Contract Price and the procedure to be followed for processing payment shall be those outlined in here.


	
	18.2
	The currency in which payments are made to the Vendor under this Contract shall be in Pakistani Rupees (PKR).

	[bookmark: _Toc300746791][bookmark: _Toc30081165][bookmark: _Toc157672503]Taxes and Duties
	19.1
	The Vendor shall alone be responsible for meeting any and all tax liabilities arising out of the Contract.  

	[bookmark: _Toc300746793][bookmark: _Toc30081167][bookmark: _Toc157672505]Mode of Billing and Payment
	20.1
	Billings and payments in respect of the Services shall be made as follows:
(a)	Advance payment. No advance payments are applicable in this Contract.
(b)	Itemized Invoices. As soon as practicable the Vendor shall submit in duplicate, itemized invoices, accompanied by the receipts or other appropriate supporting documents, of the amounts payable.
(c)	The Procuring Agency shall pay the Vendor’s invoices after the receipt of such itemized invoices with supporting documents. Only such a portion of an invoice that is not satisfactorily supported may be withheld from the payment should any discrepancy be found to exist between actual payment and costs authorized to be incurred by the Vendor. 
 

	[bookmark: _Toc39193585][bookmark: _Toc39747324][bookmark: _Toc39859969][bookmark: _Toc39860439][bookmark: _Toc68750644][bookmark: _Toc157672506]Performance Guarantee
	21.1
	The Vendor shall provide the performance guarantee in favor of the Procuring Agency within thirty (30) Days from issuance of the Purchase Order, and before submission of the invoice. The value of the performance guarantee shall be ten percent (10%) of the value of respective Purchase Order(s).

The performance guarantee shall be denominated in the currency of the Contract and shall be either in the form of bank guarantee or the insurance guarantee.

	[bookmark: _Toc157672507]g. Settlement of Disputes

	[bookmark: _Toc300746798][bookmark: _Toc30081172][bookmark: _Toc157672508]Amicable Settlement of Disputes
	22.1
	Any dispute of any kind whatsoever if arises between the Procuring Agency and the Vendor in connection with or arising out of the Contract, including without prejudice to the generality of the foregoing, any question regarding its existence, validity or termination, or the execution of the Contract, whether before or after the termination, abandonment or breach of the Contract – the Parties shall seek to resolve any such dispute or difference by mutual consultation. If the Parties fail to resolve such a dispute or difference even after negotiations or mediation within the time mutually agreed upon, then the dispute shall be referred within fourteen (14) Days in writing by either Party to the Arbitrator, (in accordance with Arbitration Act 1940 as amended), with a copy to the other Party. The Arbitrator will be appointed by the mutual consent of the Parties failing to which the appointment of the Arbitrator will be made by the court. The civil courts of Islamabad shall have the exclusive jurisdiction in respect thereof. 

	
	22.2
	Any dispute in respect of which a notice of intention to commence arbitration has been given, shall be finally settled by arbitration. 

	
	22.3
	Notwithstanding any reference to the arbitration herein, the Parties shall continue to perform their respective obligations under the Contract unless they otherwise agree.

	Infringement and Indemnification
	23.1
	If the Procuring Agency becomes aware of threatened or actual infringement of any Intellectual Property Rights in relation to the Services including, but not limited to, patents, trademarks, copyrights, trade secrets, or any other proprietary rights, and incur any loss or damage, the Vendor shall immediately hold Procuring Agency fully harmless, and indemnify to the extent of actual loss determined by the Procuring Agency. Failing to indemnify, shall entitle the Procuring Agency for legal recourse besides forfeiting the performance guarantee.
The Vendor shall also be liable to fully compensate the Procuring Agency for any loss or damage incurred by them due to an action or inaction of the Vendor. 


	Assignment & Sub-contracting
	24.1
	The Vendor shall not be allowed for assignment or sub-contracting of this Contract or any part thereof.
 

	Severability
	25.1
	If any provision of this Contract is held to be illegal or invalid for any reason, the illegality or invalidity shall not affect the remaining provisions hereof, but such provision shall be fully severable and this Contract shall be construed and enforced as if the illegal or invalid provision had never been included therein.


[bookmark: _Toc351343745][bookmark: _Toc300745682][bookmark: _Toc300746801][bookmark: _Toc30081175]
[bookmark: _Toc157672509]H. Special Conditions of Contract
The Special Conditions of the Contract complement the General Conditions of the Contract (GCC) to specify data and contractual requirements linked to special circumstances. In the event of a conflict, the provisions herein shall prevail over those in the GCC.

	Sr. No.
	Reference Clauses
	Amendments of, and Supplements to, Clauses in the General Conditions of Contract

	
	5.1 of Section A
	The addresses are:
Procuring Agency:	
National Information Technology Board
Plot 24-B, Street No. 6, H-9/1, Islamabad
Tel: +92 (51) 9265056
Fax: +92 (51) 9265375

Vendor:
<Company Name with complete address, tel & fax number
Except as otherwise expressly provided in this Contract, all correspondence shall be deemed delivered (i) when presented personally, (ii) if received on a Day by the receiving Party, when transmitted by facsimile to the receiving Party’s facsimile number specified above, (iii) if receiving Party’s email specified above, (iv) one Day after being delivered to a Pakistan Post Office for overnight delivery, addressed to the receiving Party, at the address indicated above (or such other address as such Party may have specified by written notice delivered to the delivering Party at its address or facsimile number or email address specified above in accordance herewith), or (v) five (5) working days after being deposited in a regularly maintained receptacle for the Postal General Services in Pakistan, postage prepaid, registered, return receipt requested, addressed to the receiving Party, at the address indicated above (or such other address as the receiving Party may have specified by written notice delivered to the delivering Party at its address or facsimile number or email address specified above in accordance herewith). All correspondence sent through facsimile shall be confirmed in writing and delivered personally, through courier, or sent by registered mail, but the failure to so conform shall not void or invalidate the original correspondence if it is in fact received by the Party to which it is addressed.

	
	7.1 of Section A
	The Authorized Representatives are:

On behalf of the Procuring Agency: 

Director General (SP&CS)
National Information Technology Board
Plot 24-B, Street No. 6, H-9/1, Islamabad
Tel: +92 (51) 9265056
Fax: +92 (51) 9265375

On behalf of Vendor:

Contact Details to be added:
Procuring Agency’s authorized representative:
Procuring Agency’s authorized representative shall have the authority relating to the Services or arising out of this Contract. All correspondence, notices, instructions, orders, certificates, approvals, and all other communications pursuant to this Contract shall be given by authorized representative except as otherwise provided for in this Contract.

Vendor’s  Representative:
The Vendor shall communicate its representative. Information must contain official designation etc. as well as a description of the responsibilities which the representative would retain while performing the duties of the Vendor. In case Procuring Agency has any objections on designated representative, it shall convey the same within seven (07) working days, giving reasons for such objections. Then the Vendor shall nominate a replacement within three (03) working days of such objections.
The Vendor’s representative shall have the authority to represent the Vendor relating to the provision of Service or arising out of this Contract. 

	3
	1.1 of Section B
	Effectiveness of the Contract
The Contract shall be effective starting from the date of the signing, and shall remain in force for three (03) years. However, where the last Day of the Services falls beyond three (03) years from Contract signing, up till such last Day of Services. 

	4
	2.1 of Section B
	Commencement of Services:
Immediately upon issuance of the Purchase Order(s) but not later than forty-five (45) Days.

	5
	9.1 of Section D
	The Procuring Agency reserves the right to determine on a case-by-case basis whether the Vendor should be disqualified from providing the Services due to a conflict of a nature described in sub-clause 9.1.

Yes______ No _____

	6
	11.1 of Section D
	Limitation of the Vendor’s Liability towards the Procuring Agency:
(a)	Except in the case of gross negligence or willful misconduct on the part of the Vendor or on the part of any person or a firm acting on behalf of the Vendor in carrying out the Services, the Vendor, with respect to damage caused by the Vendor to the Procuring Agency’s property, shall not be liable to the Procuring Agency:
	(i)	for any indirect or consequential loss or damage; and 
              (ii)	for any direct loss or damage that exceeds the total value of the Contract; 
(b)  This limitation of liability shall not 
(i) affect the Vendor’s liability, if any, for damage to Third Parties caused by the Vendor or any person or firm acting on behalf of the Vendor in carrying out the Services;
(ii) be construed as providing the Vendor with any limitation or exclusion from liability which is prohibited by the Applicable Laws.

	7
	17.1 of Section F
	Payment obligation
The Procuring Agency, while issuing the Purchase Order(s) shall deduct all applicable government taxes (Income and Sales Tax), at the rate prescribed under the relevant tax laws of Pakistan for the time being enforced, from all payments made to the Vendor.

	8
	21.1 of Section F
	Performance Guarantee 
The Vendor, within thirty (30) Days of the issuance of Purchase Order(s), and prior to submission of the invoices thereto shall furnish the Performance Guarantee, equivalent to 10% of the value of respective Purchase Order(s), in favor of the Procuring Agency. The performance guarantee in the form of Bank Guarantee or the Insurance Guarantee shall be issued by a scheduled bank / well-reputed insurance company operating in Pakistan and shall be kept valid from the date of issue and should cover the entire duration of the Contract and / or the duration of the Services.

	9
	22.1 of Section G

	Dispute Resolution
If any dispute of any kind whatsoever shall arise between the Procuring Agency and the Vendor in connection with or arising out of the Contract, including without prejudice to the generality of foregoing, any question regarding its existence, validity, termination and the execution of the Contract-whether before or after the termination, abandonment or breach of the Contract – the Parties shall seek to resolve any such dispute or difference by mutual diligent negotiations in good faith within fourteen (14) Days following a notice sent by one Party to the other Party in this regard. 

At the event of failure of mutual negotiations to resolve the dispute relating to this Contract such dispute shall finally be resolved through binding arbitration by sole Arbitrator in accordance with the Arbitration Act, 1940 (as amended). The Arbitrator shall be appointed by mutual consent of the both Parties. The arbitration shall take place in Islamabad, Pakistan and proceedings will be conducted in English language.  

The cost of the arbitration shall be shared by the Parties in equal proportion however both the Parties shall bear their own costs and lawyer’s fees regarding their participation in the arbitration. However, the Arbitrator may make an award of costs upon the conclusion of the arbitration making any Party to the dispute liable to pay the costs of other Party to the dispute. 

Notwithstanding any reference to the arbitration herein, the Parties shall continue to perform their respective obligations under the Contract unless they otherwise agree.

Arbitrator’s fee: 
The fee shall be specified in Pak Rupees, as determined by the Procuring Agency which shall be shared equally by both the Parties.

Appointing authority for arbitrator:
By the Mutual Consent or in accordance with the provisions of Arbitration Act, 1940, in case the Parties fail to reach a consensus on the name of sole Arbitrator, any Party may submit an application to the relevant court of law in Islamabad for appointment of sole arbitrator. The court may appoint an arbitrator to resolve the dispute between the Parties.

The arbitration award:
The award of the arbitrator shall be final and shall be binding on the Parties. 
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